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I.  GENERAL INFORMATION


A.
INTRODUCTION
The State of Utah, Division of Purchasing and General Services is requesting proposals from equipment manufacturer’s  for data communications products and OEM maintenance and training, on behalf of the State of Utah and the Western States Contracting Alliance (WSCA).  The purpose of this Request for Proposal (RFP) is to establish multiple WSCA contracts with qualified data communications product manufacturers who will supply data communications equipment including OEM maintenance and training to qualified WSCA contract purchases. 

Contractors must provide warranty and maintenance services on ALL equipment that is offered and purchased through the resulting contracts.  Delivery, support, warranty, and maintenance may by subcontractors.  The awarded contractors are responsible for the timeliness and quality of all services provided by individual sub-contractors (re-sellers) (see section II, D, 2.).  Contractors will be allowed to provide a list of sub-contractors for each state that the contract is utilized.  Sub-Contractor participation will be governed by individual participating state procurement officials.  They have the sole discretion to determine who will accept services from a sub-contractor.  


B.
OBJECTIVE
The objective of this RFP is to obtain deeper volume price discounts than are obtainable by an individual state or local government entity.   This discount is based on the collective volume of potential purchases by the numerous state and local government entities.  The savings realized by the contractor in managing one comprehensive WSCA contract rather than numerous state and local contracts should result in the most attractive discounts available in the marketplace.

The contracts, resulting from this procurement, may be used by WSCA member States and their political subdivisions (such as city and county government, and public and higher education); The contracts may also be used by other non-member States with authorization from the WSCA directors and are subject to approval by the individual State Procurement Director and local statutory provisions. 

This procurement will result in multiple contracts with Manufacturers.  The end user will have the sole authority to analyze and determine which WSCA contract(s) meet their requirement(s) for each purchase..

C.
ISSUING OFFICE
The State of Utah Division of Purchasing and General Services is the issuing office for this document and all subsequent addenda relating to it, on behalf of the WSCA Organization. The reference number for the transaction is Solicitation # DG7500.  This number must be referred to on all proposals, correspondence, and documentation relating to this RFP.

D.
PRIVATE 
STANDARD CONTRACT TERMS AND CONDITIONStc  \l 2 "STANDARD CONTRACT TERMS AND CONDITIONS"
Any contract resulting from this RFP will include, but not be limited to, the State’s standard terms and conditions (see attachment B).
E.
CONTRACT USAGE

The State of Utah and WSCA do not guarantee any specific sales or usage amounts from these contracts; however, for bidding purposes we are providing the following information:  The initial multi-state data communications solicitation sponsored by WSCA was issued in July, 2001; however, contracts were not issued until May, 2002.  The vendors currently holding contracts from this process are:  3 Com, Alcatel, Darcomm, Enterasys, Extreme Network, IBM, Mountain States Networking, MSN Communications Inc., National LAN Exchange, INX Inc., Pacific Star and Qwest.  Total sales for all contractors Agreements since the inception to date exceeds: $80 MILLION.
F.
CONTRACT TERM

The contract (s) term is three (3) years.  Contracts are renewable on a bi-annual or annual basis, up to a maximum of four total renewals years (contract potential is 7 years, including all renewal options).

G.
SCOPE OF WORK

The scope of this RFP is to obtain contracts direct with data communication and security related equipment manufacturers to provide a full range of equipment,  maintenance, training and services at the deepest discounts possible for all WSCA states on an as needed basis, This could be supplied by local equipment and service resellers as approved and listed by the manufacturers.  

H. RFP EVALUATION

This RFP will be evaluated based on the information provided by the offeror per the categories outlined in section V of this RFP. The RFP pricing will be evaluated based on a finite number of clearly defined scenarios with the expectation that discounts applied to the pricing of those scenarios would be applied to the entire product line or lines used to satisfy the conditions of  the scenario and offered by the manufacturer if awarded a contract. 

I.
PRIVATE 
PRICE GUARANTEE PERIODtc  \l 2 "PRICE GUARANTEE PERIOD"
All pricing discounts must be guaranteed for the entire term of the contract period.   Following the guarantee period, any request for price adjustment must be submitted in writing for an equal guarantee period, and must be made at least 30 days prior to the effective date.  Requests for price adjustment must include sufficient documentation supporting the request.  Any adjustment or amendment to the contract will not be effective unless approved by the State of Utah Director of Purchasing.  The State will be given the immediate benefit of any decrease in the market, or allowable discount.

J.
DISCUSSIONS WITH OFFERORS (ORAL PRESENTATION)
An oral presentation by an offeror to clarify a proposal may be required at the sole discretion of the State of Utah, WSCA lead state in this procurement.  .  However, the State of Utah may award a contract based on the initial proposals received without discussion with the Offeror.  If oral presentations are required, they will be scheduled after the submission of proposals.  Oral presentations will be made at the offerors expense.

K.
CONTRACT AWARDS

Multiple awards will be made to the manufacturers with the highest scores, and would include all data communication product lines offered by the manufacturer based on the discounts offered in the RFP submittal. Awards for those submitting under Solution 6x will be reviewed at a later date.  Any manufacturer submitting a bid for that area only should have their bid packets clearly marked for that evaluation process.  Each State will have the option to limit the use of the manufacturer’s products awarded by the State of Utah representing WSCA, by limiting the product list acceptable for sell in their State through “Participating Addendums” with the Contractor (s).

L.
SUBMITTAL OF PROPOSALS

Proposals must be received by the posted due date and time.  Proposals received after the deadline will be late and ineligible for consideration.

The preferred method of submitting your proposal is electronically through RFP Depot.   However, we will also require four identical electronic copies on a CD ROM be deliver to the address listed below with the electronic submittal..  If you choose not to submit your RFP electronically through RFP Depot then you need to submit one hard copy and five electronic copies identical to the hard copy on a CD ROM and deliver them to the State of Utah Division of Purchasing 3150 State Office Building, Capitol Hill, and P.O. Box 141061, Salt Lake City 84114.

Proposals must be sealed and labeled on the outside of the package to clearly indicate that they are in response to RFP DG7500.


M.
PROTECTED INFORMATION

The Government Records Access and Management Act (GRAMA),

Utah Code Ann., Subsection 63-2-304, provides in part that the following records are protected if properly classified by a government entity:


(1) trade secrets as defined in Section 13-24-2 if the person submitting the trade secret has provided the governmental entity with the information specified in Section 63-2-308 (Business Confidentiality Claims);


(2) commercial information or non-individual financial information obtained from a person if:


(a) disclosure of the information could reasonably be expected to result in unfair competitive injury to the person submitting the information or would impair the ability of the governmental entity to obtain necessary information in the future;


(b) the person submitting the information has a greater interest in prohibiting access than the public in obtaining access; and


(c) the person submitting the information has provided the governmental entity with the information specified in Section 63-2-308;


(6) records the disclosure of which would impair governmental procurement proceedings or give an unfair advantage to any person proposing to enter into a contract or agreement with a governmental entity, except that this Subsection (6) does not restrict the right of a person to see bids submitted to or by a governmental entity after bidding has closed; ....

GRAMA provides that trade secrets, commercial information or non-individual financial information may be protected by submitting a Claim of Business Confidentiality.

To protect information under a Claim of Business Confidentiality, the offeror must:

1. Provide a written Claim of Business Confidentiality at the time the information (proposal) is provided to the state, and

2. Include a concise statement of reasons supporting the claim of business confidentiality (Subsection 63-2-308(1)).

3. Submit an electronic “redacted” (excluding protected information) copy of your proposal response.  Copy must clearly be marked “Redacted Version.” 

A Claim of Business Confidentiality may be appropriate for information such as client lists and non-public financial statements.  Pricing and service elements may not be protected.  An entire proposal may not be protected under a Claim of Business Confidentiality.  The claim of business confidentiality must be submitted with your proposal on the form which may be accessed at:  

http://www.purchasing.utah.gov/contractinfo/ConfidentialityClaimForm.doc 
To ensure the information is protected.  The offeror must to clearly identify in the Executive Summary and in the body of the proposal any specific information for which an offeror claims business confidentiality protection as "PROTECTED".

All materials submitted become the property of the State of Utah.  Materials may be evaluated by anyone designated by the state as part of the proposal evaluation committee.  Materials submitted may be returned only at the State's option.

N.
PROCUREMENT MANAGER (ALSO CONTRACT MANAGER)

WSCA has designated the State of Utah as the lead State for conducting this procurement and subsequent contract management.  The Procurement Manager (and subsequent Contract Manager) designated by the State of Utah, Division of Purchasing and General Services is: 

     Debra Gundersen

     State of Utah

     Division of Purchasing and General Services

     State Office Building, Capitol Hill

     Room 3150

     Salt Lake City, UT  84114-1061

     dgundersen@utah.gov
      voice:  (801) 538-3150

      fax: (801) 538-3882

O.
RFP QUESTIONS

All questions must be submitted through RFP Depot.  Answers will be given via the RFP Depot site. Questions received after September 10, 2006 at 8:30 P.M. will not be answered.

P. DEFINITIONS OF TERMINOLOGY

This section contains definitions that are used throughout this procurement document, including appropriate abbrevia​tions.

“Contract” means an agreement for the procurement of items of tangible personal property or services.


“Contractor” means a successful offeror who enters into a binding agreement.


“Defect” means a failure of any Product to operate in accordance with Contractor’s technical specifications set forth in the end user manual or internal engineering documentation for such Product.


“Determination” means the written documentation of a decision of a procurement manager including findings of fact to support a decision.  A determination becomes part of the procure​ment file to which it pertains.


“Desirable” The terms “may”, “can”, “should”, “preferably”, “optional”, or “prefers” relates to a desirable or discretion​ary item or factor.  Desirable and optional items will be evaluated for their level of desirability accordingly in relationship to their technical merit.


“Equipment” refers to data communications products, specific to this RFP, LAN/MAN/WAN routing, switching, and wireless, gear and associated management, monitoring and security solutions.

“Evaluation Committee” means a body appointed by the Procurement Manager to perform the evaluation of proposals.


“Evaluation Committee Report” means a report prepared by the Procurement Manager and the Evaluation Committee for submis​sion to the State Purchasing Agent for contract award that contains all written determinations resulting from the conduct of a procure​ment requiring the evaluation of competi​tive sealed proposals.


“Finalist” is defined as an offeror who meets all the mandato​ry specifications of the Request for Proposal and whose score on evaluation factors is sufficiently high to qualify that offeror for further consideration by the Evaluation Committee.


“Intent to Contract” means the form executed by a State Procurement Official that describes the cooperative procurement and signifies the State’s willingness to enter into the cooperative procurement.


“Lead State” means the State conducting this cooperative solicitation and centrally administering any resulting price agreement.


“Local-Area-Network” (“LAN”) refers to a computer network covering a small local area, like a home, office. Current LANs are most likely to be based on switched Ethernet or Wi-Fi technology running at 100 or 1,000 Mbit/s.


“Mandatory” The imperative terms “must”, “shall”, “will”, “is required”, or “are required”, identify a mandatory item or factor.  Failure to meet a mandatory item or factor will result in the rejection of the offeror’s proposal.


“Manufacturer” means a company that designs, assembles and markets data communications products, specific to this RFP LAN/MAN/WAN routing, switching, and wireless, gear and associated management, monitoring and security solutions.   The name of the of the manufacturer must appear on the product and the company must provide the warranty service for its products.


“Metropolitan-Area-Network” (“MAN”) refers to a computer network spanning a campus or city. MANs are most likely to be based on switching technologies including SONET, Ethernet, and/or Wi-Fi technologies  


“Offeror” is a data communications product manufacturer.


“OEM” is the acronym for Original Equipment Manufacturer; for purposes of this RFP the requested maintenance and training must be provided by the Original Equipment Manufacturer and/or its authorized/trained/certified technicians and trainers.


“Participating Addendum” means a bilateral agreement executed by the contractor and a Participating State that clarifies the operation of the price agreement for the State concerned, e.g. ordering procedures specific to a State, and may add other state-specific language or other requirements.


“Participating State” means a member of WSCA who has indicated its intent to participate by signing an Intent to Contract, or who subsequently signs a Participating Addendum where required, or another state authorized by WSCA to be a party to the resulting price agreement through the execution of a participating addendum.


“Permissive Price Agreement” means that placement of orders through the price agreement is discretionary with Purchasing Entities.   They may satisfy their requirements through the price agreement without using statutory or regulatory procedures (e.g. invitations for bids) to solicit competitive bids or proposals.  Purchasing Entities may, however, satisfy requirements without using the price agreement so long as applicable procurement statutes and rules are followed.


“Procurement Manager” means the person or designee author​ized by the State of Utah, Division of Purchasing and General Services to manage and administer a procurement requiring the evaluation of competitive sealed proposals.


“Procuring Agency” means any purchaser making a purchase for State government or any State’s political subdivisions or participating entity state agency or local public body. State agency means department, commission, council, board, committee, institution, legislative body, agency, Government Corporation, or educational institution. Local public body means a political subdivision of the state and the agencies, instrumentalities and institutions thereof including all cities, counties, courts and public schools.


“Products” means Contractor’s commercial networking products as identified in the Price List, including hardware products with embedded Software and Software Products in object code form, associated end user documentation (the “Documentation”), and other related materials, if any, supplied to Purchasing Entity in a commercial package.


“Proposal” refers to the offer submitted in response to the Request for Proposal.  


“Purchasing Entity” means a Participating State or another legal entity, such as a political subdivision, properly authorized by a Participating State to enter into a contract for the purchase of goods described in this solicitation.  Unless otherwise limited in this solicitation or in a Participating Addendum, political subdivisions of Participating States are Purchasing Entities and Participants authorized to purchase the goods and/or services described in this solicitation.


“Request for Proposals” or “RFP” means all documents, includ​ing those attached or incorporated by reference, used for soliciting proposals.


“Responsible Offeror” means an offeror who submits a respon​sive proposal and who has furnished, when required, informa​tion and data to prove that his financial resources, produc​tion or service facilities, personnel, service reputa​tion and experience are adequate to make satisfactory delivery of the services or items of tangible personal property described in the proposal.


“Responsive Offer” or “Responsive Proposal” means an offer or proposal that conforms in all material respects to the requirements set forth in the RFP.  Material respects of a request for proposals include, but are not limited to, price, quality, quantity or delivery requirements.


“Services” shall mean the support and maintenance services provided by Contractor to Purchasing Entity pursuant to Contractor’s Purchasing Entity support plans described in the Support Program.   


“Software” or “Software Products” shall mean Contractor’s software products and the software embedded in or bundled with Contractor’s hardware products.


“Specifications” shall mean the applicable technical specifications for the Product as set forth in the end-user Documentation applicable to such Product.

“Support Program” shall mean Contractor’s then current end user support program as set forth in Attachment C hereto, which may be revised by Contractor in its sole discretion prior to the commencement of each renewal term of the Support Program upon notice to the WSCA Contract Manager.  


"Universal Resource Locator" or "URL" means a standardized addressing scheme for accessing hypertext documents and other services using the WWW browser.


“WSCA” means the Western States Contracting Alliance, a cooperative group contracting consortium for State government departments, institutions, agencies and political subdivisions (i.e., colleges, school districts, counties, cities, etc.,) for the states of Alaska, Arizona, California, Colorado, Hawaii, Idaho, Minnesota, Montana, Nevada, New Mexico, Oregon, South Dakota, Utah, Washington and Wyoming.


“Wide-Area-Network” (“WAN”) refers to a computer network covering a very large geographic area like a state or the country. WAN speeds are traditionally based on T1, DS-3, OC-3 or other carrier technologies. However, carriers are offering more Ethernet based handoffs and ISP variations. 

Q.
WSCA BACKGROUND INFORMATION

WSCA was formed in October 1993. The purposes of WSCA are to establish the means by which participating states may join together in cooperative multi-state contracting to ensure the commitment of each participating state and to provide regular and ongoing assistance to participating states in researching, developing, and administering procurement and contractual specifications and requirements.

WSCA maintains a cooperative relationship with the National Association of State Purchasing Officials (NASPO). The mission of WSCA is to implement multi-state contracts to achieve cost-effective and efficient acquisition of quality products and services.

Membership consists of the principal procurement official that heads the state central procurement organization, or his/her designee, from the states of Alaska, Arizona, California, Colorado, Hawaii, Idaho, Minnesota, Montana, Nevada, New Mexico, Oregon, South Dakota, Utah, Washington, and Wyoming.  Some WSCA States may authorize the use of the WSCA agreements by political subdivisions separate from State agency usage.  It is further anticipated the non-WSCA member states and/or governmental entities in non-WSCA member states may be authorized to use the contracts.

Contractors may promote and market their WSCA contract’s product and service pricing to potential WSCA procuring agencies.

The States of Oregon, and Colorado, and any other individuals representing a WSCA member State will join Utah for the evaluation of proposals.

R.
CONTRACT PARTICIPATION BY WSCA MEMBER STATES
The contracts that will result from this procurement will replace existing WSCA contracts for a similar product lines.   Many WSCA member States may not be in a position to initially use the WSCA contracts resulting from this procurement due to existing contractual obligations.  However, it is very likely that numerous political subdivisions (governmental entities) within the various WSCA member States can and will participate.

The following WSCA member States are participating in the current data communications contracts:  Arizona, California, Colorado, Hawaii, Idaho, Minnesota, Montana, Nevada, New Mexico, Oregon, Utah, Washington and Wyoming.

Utah, Nevada, Oregon  and Hawaii have currently committed to participate in the new contracts resulting from this RFP.

It is also important to note that the success and momentum of the contracts will largely depend on the depth of discount and the contractor's promotion and marketing efforts by the contractors to potential WSCA data communications equipment contract users.  A user friendly website containing all per taint information also leads to a larger sales volume.
II.  THE PROCUREMENT PROCESS & GENERAL REQUIREMENTS


A.
SCHEDULE OF EVENTS


The Procurement Manager will make every effort to adhere the following schedule:


            Event
                             Date  


1.
RFP Issued





08-30-06


2.
Deadline for Written Questions


09-10-06


3.
Proposal Due Date




09-27-06 at 3:00 p.m.


4.
Proposal Evaluation begins


10-02-06












5.
Award Notification




week of 01-15-07


6.
Contract Negotiation



week of 01-22-07


7
Contract Start Date (no later than)

May 31, 2007


B.
EVENT DESCRIPTIONS

The following describes the activities listed in the schedule of events shown in Section II, subsection A (above).



1.
Issue of RFP


This RFP is issued by the State of Utah, Division of Purchas​ing and General Services on behalf of WSCA and the WSCA member States.



2.
Questions

All questions must be submitted through RFP Depot.  Answers will be 
given via the RFP Depot site. Questions received after September 10, 
2006 will not be answered.  It is the bidder’s responsibility to monitor the 
RFP Depot site for any additional information or addendums to this RFP.


3.
Proposal Evaluation (see Section V.)



4.
Contract Award


After review of the Proposal Evaluation Committee Report, award with intent to contract will be made by the State of Utah, Division of Purchasing and General Services to the most advantageous offerors.



All offerors that have submitted a proposal will be notified in writing of the award decision.   No minimum or maximum number of awards has been predetermined.


 
5.
Contract Negotiation
If necessary, contract negotiations will take place within thirty (30) days of the award notification.   In the event that mutually agreeable terms cannot be reached within a reasonable time period, as judged by the State of Utah, the Division of Purchasing and General Services reserves the right to cancel the award(s) with the offeror(s).


C.
GOVERNING LAWS AND REGULATIONS

This procurement is conducted by the State of Utah, Division of Purchasing and General Services, in accordance with the Utah Procurement Code, Title 63, Chapter 56 Utah Code Annotated 1953, as amended, and the Procurement Rules as adopted by the Utah State Procurement Policy Board (Utah Administrative Code Section R33).  These are available at the Internet website for the State of Utah’s Division of Purchasing and General Services (see Section I., subsection J for address).

The laws of the State of Utah will govern all contracts that result from this procurement unless the contractor and participating State agree in a Participating Addendum that the laws of another jurisdiction will govern purchases make by procuring agencies within the jurisdiction of the participating entity.


D.
GENERAL REQUIREMENTS AND SPECIFICATIONS



1.
Contractor Responsibility


The successful contractors will be solely responsible for fulfillment of the responsibilities under the terms and conditions of the contract. The procuring agencies will issue purchase orders and make payments to only the named contractors, unless otherwise provided in a Participating Addendum.



2.
Serving Subcontractors

Offerors may propose the use of Servicing Subcontractors.  However the Contractor shall remain solely responsible for the performance under the terms and conditions of the Contract if Servicing Subcontractors are utilized.  

Offerors  proposing to use Servicing Subcontractors must clearly identify those contracts in each state with all pertinent information including address, phone number, federal I.D. number  email address and contact person.  This information must be kept current and available on the WSCA contract website.   Contractors will be responsible to collect all data from Servicing Subcontractors for quarterly reporting purposes. 



3.
Proposal Offer Firm


Responses to this RFP, including proposed prices, will be consi​dered firm for one hundred and twenty (120) days after the proposal due date.




4.
Cancellation of Procurement


This RFP may be canceled at any time and any and all proposals may be rejected in whole or in part when the State of Utah, Division of Purchasing and General Services and/or WSCA determines such action to be in the best interest of the State of Utah and/or WSCA. 



5.
WSCA Administration Fee



The contractor must pay a WSCA administration fee of one half of one percent (.5%) in accordance with the terms and conditions of the contract. The WSCA administration fee is not negotiable.


Additionally, some WSCA States may require that an additional fee be paid directly to the WSCA member State on purchases made by procuring entities within that State.  For all such requests, the fee level, payment method and schedule for such reports and payments will be incorporated in a Participating Addendum that is made a part of the contract. The contractor may adjust the contract pricing accordingly for purchases made by procuring agencies within the jurisdiction of the State. All such agreements may not affect the WSCA fee or the prices paid by the procuring agencies outside the jurisdiction of the WSCA State requesting the additional fee.



6.
Usage Reporting Requirement
All contractors will be required to provide quarterly usage reports to the contract manager.  Initiation and submission of the quarterly reports are to be the responsibility of the contractor without prompting or notification by the contract manager. 

Quarterly reports must coincide with the quarters in the State of Utah fiscal year as outlined below:

Quarter #1: July 1 through September 30, due annually by October 30.

Quarter #2: October 1 through December 31, due annually by January 30.

Quarter #3: January 1 through March 31, due annually by April 30.

Quarter #4: April 1 through June 30, due annually by July 30.

Offerors shall identify below the person responsible for providing the mandatory usage reports:  (This information must be kept current during the contract period)

	NAME:
	Tim Kodyra

	MAILING ADDRESS:
	1124 Buckeye St.

Chatham, IL 62629

	TELEPHONE #:
	217-553-5569

	FAX NUMBER:
	217-483-4600

	EMAIL ADDRESS:
	tkodyra@extremenetworks.com


The purpose of the contract usage reporting requirement is to aid in contract management; specific report content scope and format requirements will be provided to the awarded contractors during contract signing.  Some WSCA States may require additional reporting requirements.  Those requirements can be addressed thru the individual states Participating Addendum.  Failure to comply with this requirement may result in contract cancellation.



7.
Contract Terms and Conditions


The Offeror shall be presumed to be in agreement with the terms and conditions unless it takes specific exception to one or more of the conditions.  Submission by the offeror of its proposed language shall not be viewed as an exception unless the offeror specifically states in the response that its proposed changes are intended to supersede the Terms and Conditions included in this RFP.



Offerors are cautioned that by taking any exception they may be materially deviating from the request for proposal.  If a responder materially deviates from the general terms, conditions and instructions or the special terms and conditions and/or specifications, its response will be rejected. 



8.
Right to Waive


The evaluation committee reserves the right to waive minor irregularities.  The evaluation committee also reserves the right to waive mandatory requirements pro​vided that all of the otherwise responsive proposals failed to meet the mandatory requirements and the failure to do so does not materially affect the procure​ment.  This right is at the sole discretion of the evaluation committee.



9.
Change in Contractor Representatives


The contractor must notify the Contract Manager of changes in the contractor’s key administrative personnel, in advance and in writing.   The State of Utah reserves the right to require a change in contractor representatives if the assigned representa​​tive(s) is not, in the opinion of the State of Utah’s contract manager, meeting its needs adequately.



10.
Right to Accept All or Portion 



The State of Utah reserves the right to accept all or a portion of an offerors proposal.



11.
Right to Publish

Throughout the duration of this procurement process and contract term, potential, offerors and con​trac​​​​tors must secure from the contract manager prior approval to the release of any information that pertains to the potential work or activities covered by this procurement or the contracts.  The Contractor shall not make any representations of WSCA’s opinion or position as to the quality or effectiveness of the products and/or services that are the subject of this Contract without prior written consent of the Contract Administrator.  Failure to adhere to this requirement may result in disqualifi​cation of the offerors proposal or termination of the contract for cause. 



12.
WSCA Contractor’s Scope of Equipment and Services
The contractor may only fill contract orders from the scope of products and services that have been awarded and contracted for.  Contractors must keep the information current and correct on an Internet website maintained by the contractor in accordance with the terms and conditions of the contract.


13.      Offeror Requirement

The evaluation committee reserves the right to require the timely submission of any clarification related information that may be requested from an offeror.


14.     E-Rate Requirement

All contractors must commit to participation in the Federal Communication Commission's E-rate discount program established under authority of the Federal Telecommunications Commission Act of 1996.  Participation in, and implementation of, this program must be provided without the addition of any service or administration fee by the contractor.

Extreme is actively involved with E-rate.  Spin # 143024047


15.     Freight Terms of Sale F.O.B. Destination, Freight Prepaid


Contractor shall ship all products F.O.B. destination, freight included in the product price.  Whenever a procuring agency does not accept any product and returns it to the contractor, all related documentation furnished by the contractor shall be returned also.  The contractor shall bear all risk of loss or damage with respect to returned products except for loss or damage directly attri​butable to the negligence of the procuring agency.  Unless otherwise agreed upon by the procuring agency, the contractor is responsible for the pick-up of returned equipment.



16.     Price Guarantee Period 

Proposed percentage discount depth from list is not subject to what would be considered a “price increase request” that would result in a less attractive discount; discounts may only be adjusted by the contractor to reflect a deeper discount to WSCA.  The discount is applied to current published list price schedule(s).

Maintenance and any training related costs must be guaranteed for the initial term of the contract.  

17.     Product Revision Requests
Contractors must submit updated price list(s) upon publication, or any other product model changes, addition of new products, product upgrades or services in a timely manner.  

The contractor agrees to delete obsolete and discontinued products from the contract price list(s) on a timely basis​​​​​.  Major product model changes shall be incorporated into the contract as soon as possible after product introduction, to be offered at the same rate of discount for the appropriate price list and its discount.  This information will be kept current on the website provided for WSCA Contract users.


18.     Maintenance of Current Price List with Discount(s) Applied
The price list(s), tailored for WSCA with the discount(s) applied, must be created and maintained by the contractor on an Internet website hosted by the contractor. On line ordering of contract products must be accomplished from this website and made accessible to all WS CA contract user’s. This website will be listed as a link from the WSCA website.  
III. PROPOSAL CONTENT, REQUIREMENTS, 

FORMAT and  ORGANIZATION

Offerors submitting proposals must be a recognized product manufacturer of data communications equipment to submit a response to this RFP and submittals must adhere to the following proposal content requirements, format and organization.  Any vendor submitting a proposal that does not meet these requirements will be ruled no responsive.  

A. NUMBER OF RESPONSES

Offerors may only submit one response.


B.
NUMBER OF COPIES TO BE SUBMITTED
 The preferred method of submitting your proposal is electronically through RFP Depot.   However, we will also require four identical electronic copies on a CD ROM be deliver to the address listed below with the electronic submittal..  If you choose not to submit your RFP electronically through RFP Depot then you need to submit one hard copy and five electronic copies identical to the hard copy on a CD ROM and deliver them to the State of Utah Division of Purchasing 3150 State Office Building, Capitol Hill, and P.O. Box 141061, Salt Lake City 84114.

Proposals must be sealed and labeled on the outside of the package to clearly indicate that they are in response to RFP DG7500.


C.
PROPOSAL FORMAT & ORGANIZATION

All proposals must be printed on standard 8 ½ x 11 paper (larger paper is permissible for charts, spreadsheets, etc.) with a font size no smaller than 12  and placed within a binder with tabs delineating each section.


Proposals must respond using a point-by-point response format, to align with the RFP order.  All forms provided in this RFP must be thoroughly completed and included in the appropriate section of the proposal so as to align with the RFP. All information of proposed costs, rates or expenses must be offered on the attached spreadsheet and the space provided in the RFP (Attachment A)


D.
PROPOSAL CONTENT

The proposal must be organized and indexed in the following sequence and must contain, at a minimum, all listed content items and in the sequence indicated:

1) Request for Proposal form cover page, with requested information completed.

2) Letter of Transmittal, to contain the following content:



a)
Identify the submitting organization;



b)
Identify the name and title of the person autho​rized by the organization to contractually obligate the organiza​tion;



c)
Identify the name, title and telephone number of the person authorized to negotiate the contract on behalf of the organization;



d)
Identify the names, titles and telephone numbers of persons to be contacted for clarification;



e)
Explicitly indicate acceptance of the Conditions Govern​ing the Procurement stated in Section II, Paragraph C.



f)
Signed by the person authorized to contrac​tually obligate the organization;



g)
Acknowledge receipt of all addenda to this RFP.

3) Table of Contents

4) Point-by-point response aligning with RFP sequence.  To include the level of information described as follows for the section with which it corresponds in the RFP:


a)
Product and Services Delivery 


Offerors must describe their ability to provide the equipment including related products and support services to the WSCA states and the various governmental entities therein including your background and expertise and a data communications manufacturer. The response to this requirement should, at a minimum, include a map of the WSCA states with an indication of the locations where products may be delivered plus the number and type of support personnel or other resources that may be employed to service procuring agency purchase orders. The narrative in response to this specification should include, at a minimum, a general overview of the proposed services and an overview of how the services are to be provided in the locations indicated.



Extreme Networks designs, builds, and installs Ethernet infrastructure solutions that solve the toughest business communications challenges. Our commitment to open networking sets us apart from the alternatives by delivering meaningful insight and unprecedented control to applications and services. We believe openness is the best foundation for growth, freedom, flexibility, and choice. We focus on enterprises and service providers who demand high performance, converged networks that support voice, video and data, over a wired and wireless infrastructure.



Extreme Networks intends to facilitate WSCA business through the use of subcontractors, unless the purchasing entity demands a direct relationship with Extreme.  As a worldwide company, Extreme has an extensive network of resellers throughout the United States.  Upon completion of the master WSCA contract with the State of Utah, Extreme will establish subcontract agreements with our resellers who have demonstrated the ability to meet the servicing needs of our government and educational customers.



Please see item #14 below for more detail.



Offerors must thoroughly describe their procedures for resolving customer problems and complaints including timelines and escalation measures. 

· Customers can open cases with Extreme using 3 methods establishing up front the severity and nature of the issue:

· -E-mail

· -Phone

· -eSupport-Extreme’s Web based issue tracking and knowledge base tool

· Escalation Flow within TAC

Once a service request is opened with the TAC, a TSE (Technical Support Engineer) will work it to completion. In order to keep the customer informed of the progress on all open issues, the TSE will keep the online service request notes updated. The customer and the system engineer can log into the password-protected Extreme Networks web site and obtain updated status information on the service request. If the TSE is not able to resolve the problem immediately, they will try to replicate it in the TAC lab in order to reproduce the same symptoms. This may result in three scenarios:

1. If successfully reproduced, the service request is escalated to software or hardware engineering to generate a product defect number used to track the problem. At this point, the service request is with engineering, which will then provide updates to the TSE. The TSE will update the on-line service request notes, as well as update both the account team and the customer.

2. If the TSE is not able to successfully replicate the problem in the lab, the case is escalated to ESE. ESE will work with the TSE, the account team and the customer to reproduce the problem scenario and/or provide them an alternative solution. If the escalation support engineer is able to replicate the reported issue, the service request will be escalated to engineering to generate a Product defect number if needed.

3. If the escalation support engineer cannot reproduce the problem scenario, they will engage engineering to look into other solutions such as on-site reproduction under controlled environments at the customer location. In this scenario, the escalation support engineer and product engineering will work together to diagnose the problem and collect relevant data such as engineering commands.

Throughout this entire process, the TAC will be communicating directly with the customer and the account team.  All communication with product engineering or other resources will be coordinated through the TAC.

· If a customer does not get the response they desire in a timely manner, they at any time can choose to escalate the request to the Duty Manager on call 24 Hrs a day.  

· Escalations:

· Severity Definitions:

Severity 1 – Customer has network down issues and/or business is severely impacted.

Severity 2 – Customer has network-impaired issues; minor impact to business.

Severity 3 – Customer has issues that are not affecting their network.

Severity 4 – Customer is requesting general product information.

· Escalation and Response Matrix: 

	Support
	Initial Response TSE
	TSE Champion
	ESE
	ENG
	Resolution guidelines

	S1
	:15
	:45
	1:00
	2:00
	4 Hours  or Down Graded to S2 or Wait HW/SW or wait RMA

	S2
	 
	 
	Day 8
	Day 13
	20 Days Wait HW/ SW or Wait RMA or Wait FA

	S3
	 
	 
	Day 10
	Day 17
	25 Days Wait HW/ SW or Wait RMA or Wait FA

	S4
	 
	 
	Day 12
	Day 20
	30 Days




Offerors must submit customer satisfaction statistics or survey results concerning the quality of the products and/or services offered.



After TAC or RMA cases are closed out (service), a customer satisfaction survey is transactionally generated to ask about the experience.  This is the highest composite score on a 1-5 scale.  The other chart is done semi-annually and is sent out to our key customers in many functions of the business (not just people working with our TAC or RMA) and is meant to get our customer satisfaction perception.   Please see the charts in the PowerPoint file – “Company, Product and Services Satisfaction”.




Offerors must thoroughly describe their ability to provide value added technical services including installation, training or directly related optional services and the geographic area where the services may be provided. 

· Installation and other Professional Services: Extreme Professional Services Team can handle Installation, Network Design, and other Professional Services requests for any location within North America

· Training-Extreme Offers Training throughout the North American Region in our Regional Training facilities and also offers on-site customized classes.

· Optional Services-Extremes Premier Service’s Program (PSP).  PSP delivers a suite of measurement tools that provides information to allow our customers to proactively manage their network and gain a clearer view of transactions, devices and performance. 

This service solution will allow customer to:

· Monitor devices and systems across customer network, in any location

· Understand traffic and utilization of customer network by key applications

· Determine, via alerts, when any part of customer network needs attention

· Correlate costs with system, network and application utilization

b) Electronic Commerce

Offerors must describe their ability to provide and commitment to maintain an Internet web site that contains, at a minimum the complete Published Price List reflecting the discounts, their complete product specifications, configuration aids, Service options, service agreement (s) as well as the ability to place electronic orders on the website, contact information, purchase order tracking, problem reporting, equipment maintenance and billing concerns.  This website must be kept current and be user friendly and easy to access.

Extreme Networks is committed to our website to provide our customers with news and information regarding Extreme and our products and services, a comprehensive library of all product specifications, all service offerings, case studies, white papers, and the complete WSCA price list.  Because we deliver our products through the 2-Tier Distribution Model (resellers), Extreme does not currently maintain an on-line purchasing system.  Our website, along with the WSCA pricing, will be updated on a monthly basis at a minimum.  Our website can be found at:

http://www.extremenetworks.com/apps/WSCA/main.asp 

Offers must thoroughly describe their ability or commitment to place orders electronically from the website, to accept and process purchase orders electronically as well as online payment via purchasing cards.  The ability to provide electronic fund transfers and/or seamless electronic interface to governmental accounting systems should be thoroughly described.  URL's may be provided which reference sites that demonstrate the desired functionality.

At this time Extreme Networks does not have an electronic website to place orders.   Orders should be emailed to orders@extremenetworks.com.  In addition, Extreme Networks does not provide the ability to make payment online via purchasing cards. 


Offerors must describe how and how often the web pricing and invoicing is audited to insure contractual compliance.  Offers shall propose a schedule for such audits.



To coincide with the WSCA reporting timelines, Extreme will audit our web pricing and invoices on a quarterly basis.  All WSCA invoices for that quarter will be audited with the corresponding pricelist for that month.

 
 c)
Primary Account Representative



Offerors must identify by name and location both the proposed primary account representative and the marketing supervisor who will be responsible for the performance of the contract. A resume must be provided for each named individual.



Account Representative



Tim Kodyra



National Public Sector Sales Manager



Illinois



Marketing Supervisor



Chris Tomlinson



Director of Field Marketing



California

d)
References


Offerors must submit three (3) references for current or previous States or other larger governmental (not federal) entities that have or are currently receiving similar products and services to those proposed by the offeror for this procurement.  Each refer​ence must include the name of the contact person, address, telephone number and description of products and services provided.


e)
Rollout and Marketing Plan


Offerors must submit a thorough rollout plan as part of the proposal.  At a minimum, the plan must include a description of the rollout materials, a description of the methodology (mailings, meetings, seminars, press releases, personal contacts), proposed dates and location of activities.



Offerors are encouraged to describe how additional marketing will be performed after the initial rollout has been completed. Offerors are encouraged to include sample rollout and marketing materials. Offerors are reminded that the contracts may be used by every governmental entity, public school and university within a WSCA State.

Extreme Networks intends to launch our WSCA engagement through a comprehensive marketing and training effort.  The rollout will include both internal and external constituencies: internal sales and systems engineering, other internal Extreme functional teams (customer advocacy, training, engineering, etc.), our channel partners, distributors, and strategic partners. 
f)
Energy Efficiency

Offerors must describe their energy efficiency program (s) by identifying the Products that meet Energy Star or other recognized program for energy efficiency.  In addition, Offerors must describe how Products are identified as energy efficient on the items and on their web site.

We have not applied for or received Energy Star ratings for our products. We have however made sure that our products reduce energy consumption as much as possible. Our switches use a modular approach so that you need to insert only as many ports (subject to the number of ports on a modular line card) as required for your needs. Our switches have modular power supplies so that you need to insert only as many power supplies as needed to power the ports that you require (this reduces idle power consumption by the power supplies). Our products have the ability to decrease power consumption when appropriate – for example – if the operating temperature of a switch is low then the fans used to cool the switch are slowed down to decrease power consumption.
Note:  Modularity, tiered management support, minimal power consumption, security enhancements and limitations in throughput should be clearly identified in supporting documentation.

Hardware modules for different products as well as software licenses and network management tiers are clearly documented in the product marketing collateral (datasheets, etc.), in the price lists, as well as in Technical Publications describing product configuration and usage. The product collateral includes power consumption information and calculators to determine power requirements with different configurations. The product collateral also includes detailed listing and description of security features, as well as throughput and capacity of each product.


g) 
Take back/Recycling

Offerors must describe their Equipment Take back/recycling program by addressing each of the following:  date the program is or will be in operation, type of Equipment, volume of Equipment being recycled/disposed or proposed, certificates of lawful disposal addressing any State and Federal regulations and pricing, if any, related to this program.  

Take-back/recycling operation:  Extreme has a take-back/recycling operation contracted through a third party that specializes in EEE recycling and disposal.  The program has been in operation in the United States and European Union since February, 2006.

Type of equipment:  All EEE produced by Extreme Networks

Volume:  The service is contracted; there is no limit on volumes of Extreme Networks equipment that can be returned.

Certificates:  Extreme and our third-party recycler are located in California.  All returned equipment is transported to and recycled in California.  All required Federal and California State certificates are prepared in accordance to law.  Copies can be furnished upon request.

Pricing:  There is no cost to the customer for the actual recycling of the equipment.  It is the customer’s responsibility to transport the equipment for recycling to an Extreme Networks recycling acceptance point.  Please contact your Extreme Sales representative for location details.


h)
Section 508 Compliant

Offerors should describe their commitment to the manufacture of accessible products by describing their support of the applicable provisions of the Workforce Investment Act of 1998, Section 508.

The Products provided by Extreme Networks are intended for limited access with such access limited to skilled network engineers responsible for operating the products. Third party monitors may be used in conjunction with the Products to make the operating system of the product accessible to visually impaired individuals.
i) Price Proposal and Level Discounts

Offers must submit with their proposal a narrative that describes the baseline (published) pricing and the initial pricing level discount that is proposed, by type or category of products and services as reflected the in current Published Price List.  The response to this specification must be in the form of a percentage discount from a published or base line price listing.  

All Hardware and Software Products = 35% off List Price.

All Services and Training = 10% off List Price.
Offerors must describe the base line pricing and provide information where the baseline pricing may be accessed and verified.  In addition, Offerors holding federal General Services Administration contracts shall provide the corresponding GSA percentage discount from the same baseline or price list.

Base line pricing is the published list price for Extreme products and services.  The Extreme Price List can be found at:
http://www.extremenetworks.com/apps/WSCA/main.asp
GSA discounts are as follows:

All Hardware and Software Products = 28% off List Price.

All Services and Training = 10% off List Price.
Offerors should provide additional volume based pricing for consideration.  The Evaluation Committee will be evaluating both per transaction and cumulative volume discounts that may be achieved as well as programs that allow for deeper discounts for Contractor proposed standardized configurations.

1. Per Transaction Multiple Unit Discount

 Offeror’s should propose a discount on each item purchased from the current Published Price List.  This discount should extend through all like items or categories and should be reflected in Attachment A Bid Sheets where you are pricing out equipment.  No special discounts should be given to the bid scenarios that will not apply to all items in that category.

The Total List Price of all hardware and software products per purchase order shall determine additional discounts.  Discounts shall be as follows:

	Hardware and Software Products per Purchase Order

	Total List Price of PO
	Discount off List Price

	Less than $500,000
	35%

	$500,000 to $999,999
	37%

	$1M to $1,499,999
	39%

	$1.5M +
	41%


All 

All Services and Training = 10% off List Price – No additional discount.

2. Cumulative

 Offeror’s should propose a contractual, cumulative, permanent volume discount based on dollars resulting from the cumulative purchases by all governmental purchasers for the duration of their WSCA Contract.  The narrative in response to this specification should include a table indicating the additional discount percentage to be earned by cumulative volume purchased.  For example, Offeror’s may propose an increase in price discounts from the baseline pricing for cumulative volumes grater than “X” million dollars.

Extreme Networks will not offer an additional cumulative discount, as our transactional costs will not be decreasing.  However, Extreme would be interested in offering a volume discount based upon a commitment from the agencies to procure specific quantities of products.  (i.e.  The State of Utah agrees to purchase 30 BlackDiamond 12804 switches and 400 Summit X450 switches over the next 12 months at an additional discount of 10% for a total discount of 45% off list price.)

Offerors must complete Attachment A Bid Sheets for each Scenario.  You must use the “Bid Sheets” we have provided in the exact format we have outlined.  Failure to do so will result in ruling your submission non-responsive.  These forms must be submitted with your proposal.



Offerors must list each current published price list, its date and identification name or number, and indicate the percentage discount being offered. The pricing for the “Example Unit” configurations should reflect the discount being offered; this configuration pricing will be used for purposes of the “Cost” proposal evaluation criterion. 



The most recent price list is included in the supporting documentation, labeled - Extreme Networks WSCA Pricelist Sept 06.

5) All current price list catalogs of equipment, maintenance and training (via hard copy, CD ROM).  Must be submitted with offerors proposal.

All are included on a CD ROM.

6) Contract Usage Reports

Contractors must provide quarterly utilization reports to the contract manager as outlined in Section II item #6.  Offerors must describe their ability and commitment to meet this requirement and include a sample quarterly report with the proposal. 

Extreme will commit to continue to submit our utilization reports as specified in the WSCA reporting timetable.  Attached is a sample report from last year – “Sample Quarterly Report”.

Offerors are encouraged to describe and include additional sample reports and describe other reporting capabilities such as electronic delivery of reports or direct access to Internet or other databases that may be used to administer the agreements or support marketing activities.

Currently, Extreme does not have on-line capabilities for contract reporting.  Extreme is considering development of a database to administer the WSCA contract.
7) Any Other Supporting Materials

Offerors may attach other material that they feel may provide greater clarification or otherwise enhance their proposal.

See Supporting Documentation.

8) Financial Information

Offeror must provide evidence of financial stability and capability to fund all costs associated with providing the services throughout the term of the contract.  The latest two (2) years audited annual financial statements including Total Revenue, Net Income, and Total Assets and must be submitted in the offerors proposal.  If audited financial data is unavailable, explain in full the reason, and provide the latest non-audited financial information to include Balance Sheet, Income Statement, as well as Statements of Cash flows and Change in Financial Position. Include information to attest to the accuracy of the information provided.  For privately-held companies, the above information is Mandatory and failure to provide this information will result in the proposal being deemed unacceptable and non-responsive.

Please see document entitled, Form_10K_(Financial_Statements_2003-2005).
9) Manufacturer Requirement

Offeror must provide information to prove they are a publicly recognized    manufacturer.  Offeror must list all Data Communication Products developed and sold in the past 2 years prior to the bid closure date include a brief company history and potential company growth or development. 

Extreme Networks, Inc., together with its subsidiaries, (collectively referred to as Extreme or the Company and as we, us and our) is a leading provider of network infrastructure equipment for corporate, government, education and health care enterprises and metropolitan telecommunications service providers. We were established in 1996 to address the issues caused by slow and expensive legacy networks. We endeavored to change the industry by replacing complex software-based routers with simple, fast, highly intelligent, hardware-based network switches. The broad acceptance of this innovative, simplified approach to networking has enabled us to become an industry leader. Our ultimate goal is to realize our technology vision of Ethernet Everywhere — a unifying network strategy that uses proven Ethernet technology to simplify each element of the network. We believe our Ethernet Everywhere vision is the foundation for a future of easily deployable, highly scalable, comprehensively managed, ubiquitous bandwidth for networks, applications and users. 

Our family of switching products provides significant performance improvements compared to legacy network infrastructures, while enabling greater flexibility and scalability, ease-of-use and a lower cost of ownership.

We have achieved these advantages by utilizing Application Specific Integrated Circuits, or ASICs, as well as merchant silicon in our products and by creating a common hardware, software and network management architecture for our products. In our products, the routing of network traffic, a function referred to as Layer 3 switching, is done primarily with our unique chipsets that provide faster processing of data than the CPU/software implementations used in many conventional networking products. We believe that our unique hardware and software designs can also provide a better price/performance ratio, resulting in a higher return on investment for our customers. Since chipsets are built for specific purposes, it allows for a lower cost structure with increased performance compared to other alternatives.

Please see document “Form_10K_(Financial_Statements_2003-2005)” as proof of our public status and a listing of products.

10) Warranties

The offeror agrees to warrant and assume responsibility for each Product that it licenses, leases, or sells to the Purchasing Entity under this agreement.  The Contractor acknowledges that the Uniform Commercial Code applies to this Agreement.  In general, the Contractor warrants that:

1. The Product will do what the salesperson said it would do.

2. The Product will live up to all specific claims that the manufacturer makes in their advertisements.

3. The product will be suitable for the ordinary purposes for which such Product is used.  

4. The product will be suitable for any special purposes that the Purchasing Entity has relied on the offerors skill or judgment to consider when it advised the Purchasing Entity about the Product.

5. The Product has been properly designed  and manufactured, and

6.   The Product is free of significant defects or unusual problems about which the Purchasing Entity has not been warned.

Offeror must include any additional warranties in effect as of the date of the submission of this proposal.    Also offeror should discuss in detail how warranty issues are handled including procedures and time lines for replacement products and any additional costs related to this area.

Extreme Networks proposes the following changes which are intended to supersede the above Warranty Terms and Conditions included in this RFP:

Limited Warranty.  Extreme warrants to the Purchasing Entity as the end user of the Product that, during the warranty period specified in the warranty card provided with the Product at the time of shipment, the Product shall perform substantially in accordance with the Specifications.  In the event of a failure of a Product to perform substantially in accordance with the Specifications, as applicable, during the warranty periods described above, Extreme shall, at its option, repair or replace the Product or refund the fees paid by the Purchasing Entity for such Product (following the Purchasing Entity’s return of the Product).  The foregoing sets forth the Purchasing Entity’s sole and exclusive remedies for a breach of the above limited warranties.

Warranty Return Procedures.  Products shall be non-returnable except as provided above in “Limited Warranty” or as otherwise expressly provided in this Agreement.  Prior to any return by Purchasing Entity of any Product, Purchasing Entity shall obtain a return material authorization (“RMA”) from Extreme.  Purchasing Entity shall return the Products with the RMA form to Extreme’s designated repair facility, freight prepaid within thirty (30) days of receipt of the RMA, with a written statement describing the nonconformity.  If Extreme is unable, notwithstanding commercially reasonable efforts, to reproduce a nonconformity reported by Purchasing Entity, then it shall so notify Purchasing Entity and the parties shall employ their joint reasonable efforts to diagnose such alleged nonconformity.  Extreme will be responsible for all return shipping costs of repaired or replacement warranted units to Purchasing Entity.  Replacement or repaired Products will be warranted for the remaining warranty period of the original Product.

Disclaimer of Warranties.  EXTREME WARRANTS THE PRODUCTS ONLY  TO THE PURCHASING ENTITY PURSUANT TO THE TERMS AND CONDITIONS OF THIS AGREEMENT.  EXCEPT AS SET FORTH ABOVE, EXTREME MAKES NO OTHER WARRANTIES, EXPRESS, IMPLIED OR STATUTORY, REGARDING THE PRODUCTS OR SERVICES.  ALL IMPLIED WARRANTIES AS TO SATISFACTORY QUALITY, PERFORMANCE, MERCHANTABILITY, FITNESS FOR PARTICULAR PURPOSE OR NONINFRINGEMENT OF THIRD PARTY RIGHTS ARE EXPRESSLY DISCLAIMED.  Some jurisdictions do not allow the exclusion of implied warranties or limitations on how long an implied warranty may last, so such limitations or exclusions may not apply to Purchasing Entity.

Warranty Process
If the product was purchased from an Extreme channel partner, please contact the channel partner to process the warranty request. If the product was purchased directly from Extreme, please call your local Extreme TAC during normal business hours. When you call, please have the following information available:

· Product number (example, Summit 400) 

· Serial number of the product (on the outside of the product, or can be viewed via the CLI) 

· Complete description of the product failure 

If the problem requires that the product be shipped back to Extreme Networks, ensure that you have obtained a Return Merchandise Authorization (RMA) number, note this RMA number on the box, and ship the defective unit back to the appropriate Extreme Networks location.
Dead-on-Arrival (DOA) Process

If the product has failed operation within 24 hours of initial operation, and the unit has a date code that falls within 90 days from when the unit was shipped from Extreme Networks, the product will be replaced with a new product. Extreme will ship an advanced replacement with expedited delivery. Please follow the same procedures for the return of the product as noted above for warranty.
11) Technical Support 

The offeror agrees to maintain a toll-free technical support telephone line. The line shall be accessible to the Purchasing Entity personnel who which to obtain competent technical assistance regarding the installation or operation of Products supplied by the offeror. 

For Tech Support Issues, Extreme Maintains a Toll Free Line (1-800-998-2408)  
Offerors should submit detailed information on how this technical support is handled and controlled.  Also include what time frame can we expect for this service and all other additional pertinent or important information relating to this program.

· Severity Problem Reporting (S1) 
The highest level of problem reporting into TAC is Priority Problem Reporting. This process is for a network-down or network-impaired situation. 

· Call TAC. Customer will immediately be connected to a TSE who will open a service request and provide customer with a service request number. 

· Once connected to a support engineer, explain the technical details of the issue. The following information is required: Outputs from the 'show tech-support' CLI command if it is supported by the software version. If customers are running on an older version (prior to 6.1.7), this command will not be available. In this scenario, the customer will need to send the outputs from the following CLI commands. 

· show version 

· show switch 

· show log 

· show config 

· show tech-support (version 6.1.7 and higher only) 

· top

· Current network topology. This is not required but is highly recommended for speeding up the troubleshooting process for S1/S2 cases.

· Identify the remote access (i.e. modem) for Extreme Networks engineers to log into the switches, if required.

· Once the service request is opened, the TAC will work with customer until the issue is resolved. Customer can monitor the service request progress by logging into the password-protected e-Support Center on the Extreme Networks web site. (See 'Tracking Service Requests on the Web' pg. 8)

· If engineers determine a product is defective, a RMA will be generated. RMA information such as the number and the type of replacement will be provided to customer. 

· Bug Reporting Process 
Any product defects (bugs) found in the field should be reported to the TAC using the problem reporting procedure described above. The TAC must verify the defect or bug before escalating it to engineering. To find all known product defects go to "Browse Known Issues List" found on the users e-Support homepage. 

· Feature Enhancement Requests 
All feature enhancement requests should be directed to the TAC. These requests are forwarded to the local SE and to the Extreme Networks Product Management team. The Product Management team will provide a product defect number to the SE for tracking purposes. An issue that is reported to the TAC as a possible bug will have a product defect number assigned to it by the TAC. If it is later determined to be an enhancement request, the TAC will notify the SE and Product Management team. 

· Service Resolution Times
The severity ranking given to open service requests is as follows: 

Severity 1 – Customer has network down issues and/or business is severely impacted.
Severity 2 – Customer has network-impaired issues; minor impact to business. 
Severity 3 – Customer has issues that are not affecting their network. 
Severity 4 – Customer is requesting general product information. 

Escalation Flow by Priority 

SR Notification Timetable 

	SUPPORT
	TAC Duty
Mgr
	TAC Duty
Mgr
	Global TAC
Dir
	VP CA
	CEO

	ENGINEERING
	 
	 
	Sustain Eng
Mgmt
	VP SQA
VP Eng
	COO

	SALES
	 
	AM/SE
	SE Dir
	VP Regional
Sales
	SVP Sales

	S1
	Immediate
	Hour 1
	Hour 2
	Hour 3
	Hour 4

	S2
	Day 7
	Day 10
	Day 15
	Day 20
	-

	S3
	Day 10
	Day 15
	Day 21
	-
	-

	S4
	Day 15
	Day 21
	Day 30
	-
	-


Note: S1 notifications will be sent via voice mail. All other notifications will be sent via auto-notification e-mails
Attached as Attachment C are the terms of Extreme Networks current Support Program.
12)     
Maintenance Information and Support 

 Offerors must include all detail of their maintenance programs including but not limited to the processes, locations sites, any maintenance agreement forms, coterminous alternatives, pricing. etc.  A detailed narrative of what is including in your maintenance program and what is required by the Purchasing Entity.   Please identify your warranty period and if you allows maintenance to be paid before the end of a warranty period. (Why) 

· Extreme Spare Parts Depots

· Santa Clara, California, 

· Mexico City, Mexico

· Calgary, Canada

· Technical Assistance Centers (TAC):

· Initial Response Facility Operating 7X24X365 in RTP, North Carolina

· Americas Level 2 TAC Located in Santa Clara, CA. and Utrecht, The Netherlands

· Maintenance Services Offered:

· RMA Support with varied response times depending on customer preference:

· 4 Hour Onsite Parts Delivery with Engineer

· 4 Hour Parts Only Parts Delivery

· Next Business Day Advanced Hardware Replacement with Engineer

· Next Business Day Advanced Hardware Replacement with/out Engineer

· 48 Hour Advanced Hardware Replacement

· 10 Day Return to Factory Service

· Access to Extreme’s electronic Support tool, eSupport

· On-Line RMA Requests

· RMA Tracking

· Service Agreement and Asset tracking

· Knowledge Database

· Trouble shooting guides and release note

· Software release Updates

· 7X24X365 Access to Extreme’s Technical Assistance Center

· Service Order Requirements

· Service Parts Numbers and quantities must be included on all order

· Standard Order Requirements apply 

· Customer must also include a list of serial numbers on which the service is being procured on

· Customer must supply a Technical Contact Name, Number, and e-mail
Product Warranty Coverage

Edge products 

	Product
	Warranty

	Summit 200-24
	Ltd Lifetime

	Summit 200-48
	Ltd Lifetime

	Summit 300-24
	Ltd Lifetime

	Summit 400-24p
	Ltd Lifetime

	Summit 400-24t
	Ltd Lifetime

	Summit 400-48t
	Ltd Lifetime

	Summit X450e-24p 
	Ltd Lifetime

	Summit 300-48
	Ltd One Year

	Summit48si
	Ltd One Year

	Summit WM100
	Ltd One Year

	Summit WM1000
	Ltd One Year




Aggregation products 
	Product
	Warranty

	BlackDiamond 8810
	Ltd One Year

	BlackDiamond 8806
	Ltd One Year

	Alpine 3808
	Ltd One Year

	Alpine 3804
	Ltd One Year

	Summit X450a-48t
	Ltd One Year

	Summit X450a-24t
	Ltd One Year

	Summit X450-24x
	Ltd One Year

	Summit X450-24t
	Ltd One Year

	Summit5i
	Ltd One Year




Core products 

	Product
	Warranty

	BlackDiamond 12804
	Ltd One Year

	BlackDiamond 10808
	Ltd One Year

	BlackDiamond 6808
	Ltd One Year




Security products 

	Product
	Warranty

	Sentriant
	Ltd One Year

	Sentriant CE150 
	Ltd One Year


Warranty Process
If the product was purchased from an Extreme channel partner, please contact the channel partner to process the warranty request. If the product was purchased directly from Extreme, please call your local Extreme TAC during normal business hours. When you call, please have the following information available:

· Product number (example, Summit 400) 

· Serial number of the product (on the outside of the product, or can be viewed via the CLI) 

· Complete description of the product failure 

If the problem requires that the product be shipped back to Extreme Networks, ensure that you have obtained a Return Merchandise Authorization (RMA) number, note this RMA number on the box, and ship the defective unit back to the appropriate Extreme Networks location.

Dead-on-Arrival (DOA) Process

If the product has failed operation within 24 hours of initial operation, and the unit has a date code that falls within 90 days from when the unit was shipped from Extreme Networks, the product will be replaced with a new product. Extreme will ship an advanced replacement with expedited delivery. Please follow the same procedures for the return of the product as noted above for warranty.

Additional Warranty and Service information can be found at:

http://www.extremenetworks.com/services/programs/Warranty.asp 

13)    
Training and Additional Value Added Services
Offerors must thoroughly describe their ability to provide value added Services including but not limited to training, installation and/or optional Services offered by your company.  Pricing and discounts off list prices but be included.  

Pricing for all services and training shall be at 10% discount off the Extreme list price.  Please see the file entitled, “Extreme Networks Pricelist” for pricing information.

Education & Training:

Extreme Networks offers a selection of instructor-led technical courses designed to provide you with proven experience and skills to successfully design, deploy and manage Extreme solutions in a variety of networking environments.

These courses are offered globally through our Authorized Training Partners (ATPs) in regional languages and locations, ensuring the availability of local training centers to minimize expensive travel costs.

Extreme technical courses may be ordered directly through the ATP in your region.  To find an overview of Extreme ATPs in your region, please go to http://www.extremenetworks.com/education/training/ and click on the 'Authorized Training Partners' link.  Select the link for the ATP of your choice to order and/or enroll.

To buy a course directly from Extreme Networks, you can order an Extreme Training Voucher. One voucher represents the value of one day of an instructor-led course for one person, delivered via an Extreme ATP.  Vouchers are to be redeemed at the local ATP of your choice.

	ExtremeWare® Courses 

Code
Course Name
Days
Level
ECT-200/5
ExtremeWare CLI Configuration and Troubleshooting Rev 2.0
5
ENA
EMR-300/2
Extreme Multicast Routing
2
ENS
EAR-300/2
ExtremeWare Advanced Redundancy Features Rev 2.0
2
ENS
EAS-300/3
ExtremeWare Advanced Security and Traffic Engineering Rev 2.0
3
ENS
EIGP-300/3
ExtremeWare Advanced IGP Routing and Configuration - OSPF and IS-IS
3
ENS
ENMS-CBT
Extreme Network Management Solutions (CBT)
1
Enriching


ExtremeWare to ExtremeWare® XOS™ Delta Courses 

Code
Course Name
Days
Level
EECD-200/2
ExtremeWare to ExtremeWare XOS Configuration Delta Rev 1.0
2
ENA
EARCD-300/2
Extreme Advanced Routing Configuration Delta Rev 1.0
2
ENS
ERFD-300/1
ExtremeWare to ExtremeWare XOS Redundancy Fundamentals Delta Rev 1.0
1
ENS
ESFD-300/1
ExtremeWare to ExtremeWare XOS Security Fundamentals Delta Rev 1.0
1
ENS


ExtremeWare XOS Courses 

Code
Course Name
Days
Level
ECF-200/5
Extreme Configuration Fundamentals Rev 3.0
5
ENA
EMR-300/2
Extreme Multicast Routing Rev 3.0
2
ENS
ERF-300/2
Extreme Redundancy Fundamentals Rev 3.0
2
ENS
ESF-300/3
Extreme Security Fundamentals Rev 3.0
3
ENS
EIGP-300/2
Extreme Interior Gateway Protocols Rev 3.0
2
ENS
IPv6-100/2
Extreme IPv6 Fundamentals
2
Enriching
Custom
Custom Training
TBD
Enriching


	


Professional Services
Access Expertise When You Need It

Choosing networking technologies is a complex process, and implementing them to meet your business needs can stretch your internal resources to the limit. Extreme Networks' Professional Services team helps you save time and avoid expensive errors. Our team can tailor a solution to meet your specific network requirements by providing expertise in the following key networking segments: 

· Network architecture and design 

· Network implementation, resiliency and reliability 

· Convergence of voice, video and data 

· Security 

· Wireless 

Choose from consulting services with predefined deliverables or custom services specifically designed to meet your business goals. For more information visit: http://www.extremenetworks.com/services/programs/profservices.asp 


Advanced Services
Make the Network Visible

In the past, IT leaders have had to choose between complex management applications, piecemeal point solutions, or cost-prohibitive managed services to obtain the level of detail needed to monitor, evaluate, analyze and determine what is really occurring in their network. Finally help is here-Extreme Networks is making the network visible with the Premier Services Program (PSP). PSP goes beyond traditional transactional management (reactionary, break-fix maintenance) and delivers a suite of measurement tools that provide you with information to allow you to proactively manage your network and gain a clearer view of transactions, devices and performance. Through the use of hosted, real-time network management tools, PSP can improve availability, simplify operational management, and demonstrate the value of your network infrastructure. Select from a series of modules to build a customized service that is right for you:

· Comprehensive network monitoring 

· Network cost and system optimization 

· Network traffic and application analysis 

· Security optimization 

· Convergence planning and management 

· Foundation services 

· Network documentation 

· Automated asset discovery 

Take a virtual tour or request a demo at: http://www.extremenetworks.com/go/psp.htm 

      14)
   Serving Subcontractors

  Offerors may propose the use of Servicing Subcontractors.  However the        Contractor shall remain solely responsible for the performance under the    terms and conditions of the Contract if Servicing Subcontractors are utilized.  

 Manufacturers are required to give multiple servicing providers in each state.  Discuss in detail how you will set up and structure this program and list the service providers for each state.  Include all applicable detail or points of interest related to this section including how you will keep this information current and available on the WSCA contract website.  

Extreme Networks intends to facilitate WSCA business through the use of subcontractors, unless the purchasing entity demands a direct relationship with Extreme.  As a worldwide company, Extreme has an extensive network of resellers throughout the United States.  Upon completion of the master WSCA contract with the State of Utah, Extreme will establish subcontract agreements with our resellers who have demonstrated the ability to meet the servicing needs of our government and educational customers.  The corresponding State’s authority for procurement shall approve those reseller candidates.  Upon completion of the subcontract agreement and approval by the procurement office, Extreme will send a request to the WSCA contract administrator (Debbie Gunderson) to add the reseller(s) to the approved subcontractor list for Extreme Networks.  Extreme will also maintain an up to date listing of subcontractors on our WSCA web pages.  We will reserve the right to de-list subcontractors at our discretion.  Upon de-listing, Extreme will also notify the WSCA contract administrator.  This process will continue for the duration of the contract.

As part of the subcontract agreement, the reseller(s) shall agree to provide Extreme with copies of end user purchase orders and invoices for reporting and auditing purposes.

Because the master WSCA contract has not been finalized, we cannot facilitate subcontract agreements with our resellers.  Extreme will provide reseller coverage throughout each state via a mix of local and national subcontractors.  To illustrate, some of our subcontractors to include (upon completion of subcontract agreements), but not limited to:  Avaya, Dell, Verizon, NACR, Cross Telecom, RTS, Uinta, etc.  Upon completion of the master WSCA contract, Extreme will follow the process outlined above to provide at least two subcontractors per state to the WSCA contract administrator.

IV – DETAILED PRODUCT SPECIFICATONS
Section 4.0  DATA COMMUNICATIONS EQUIPMENT

Offeror’s must provide a summarized list of the models or variations available in each of the following technologies/solutions areas. 

4.1 
Description of IT and Communications areas covered

4.1.1
AREA 1—Routing devices based on Layer 3 decision making 

Network devices capable of:

4.1.1.1 Interfacing with both traditional and modern carrier services offerings.  

4.1.1.2 Layer 3 packet inspection and decision making.  

4.1.1.3 Compliant with applicable regulatory and industry requirements

4.1.2 
AREA 2—Switching devices based on Layer 2 forwarding (Switches)

Network devices capable of:

4.1.2.1 May interfacing with traditional and modern carrier service offerings,

4.1.2.2 IT environments include: MAN/WAN Optical, Storage Networking, Ethernet, Wireless, and other environments where information must be transmitted between attached devices. 

4.1.2.3 Physical layer (Non Disruptive) switches for patching, testing, and monitoring purposes.

4.1.2.4 Ethernet Switches with the abilities to make decisions and manipulate data at Layers 3 or higher, including: Load Balancing, Bandwidth Optimization, Health and Alert Monitoring, & Security Features.

4.1.2.5 Technologies employed include: Ethernet, SONET, WDM, and ATM

Edge products 

	Product

	Summit 200-24

	Summit 200-48

	Summit 300-24

	Summit 400-24p

	Summit 400-24t

	Summit 400-48t

	Summit X450e-24p 

	Summit 300-48

	Summit48si

	Summit WM100

	Summit WM1000




Aggregation products 
	Product

	BlackDiamond 8810

	BlackDiamond 8806

	Alpine 3808

	Alpine 3804

	Summit X450a-48t

	Summit X450a-24t

	Summit X450-24x

	Summit X450-24t

	Summit5i




Core products 

	Product

	BlackDiamond 12804

	BlackDiamond 10808

	BlackDiamond 6808


4.1.3
AREA 3—Wireless Ethernet

Typically Layer 2 and/or Layer 3 devices capable of wireless transmission and reception of data packets:

4.1.3.1 Access Points capable of providing local device accessibility.

4.1.3.2 Point-to-point or Bridged. 

4.1.3.3 Meshed configuration. 

4.1.3.4 Licensed or unlicensed spectrum use.

Wireless products

	Product

	Summit WM100

	Summit WM1000

	Altitude 350-2 Integrated Antenna Access Point

	Altitude 350-2 Detachable Antenna Access Point

	Altitude 300-2i 

	Altitude 300-2d

	Unified Access RF Manager


4.1.4
AREA 4—Security Equipment and Solutions

May include devices operating at any layer in the OSI model.

4.1.4.1 Packet inspection/rule enforcement [ACL, Firewall, IDS, etc.] 

Extreme’s XOS platform running on the Black Diamond 10808, and 12804 employs CLEAR-Flow, (Continuous, Learning, Examination, Action and Reporting of Flows), for extensive packet inspection and counting.  Coupled with ACL’s, XOS provides multiple open interfaces for traffic flow control and security policy enforcement.

4.1.4.2 Real time interpretation and response [Application Firewalls, IPS, etc.] 

The Sentriant appliance secures the network interior against rapidly propagating threats such as virus or worm storms. Designed to protect the network from old or new virus or worm attacks, the Sentriant appliance can reduce threat mitigation time down to seconds. The Sentriant appliance is designed to complement existing perimeter and end-point security solutions.

4.1.4.3 Content Filtering and/or Rate Limiting, 

ExtremeWare XOS, and Black Diamond switch platforms support rate limiting based upon CLEAR-Flow action policies.

4.1.4.4 RAS solutions [VPN, SSL acceleration, etc.] 

Extreme has extensive partnerships to support these applications.

4.1.4.5 Centralized monitoring, trend analysis, health and alerting systems

Extreme Networks EpiCenter management platform provides extensive monitoring and configuration ability.  Extreme Premier Services Program will also provide in depth monitoring and statistical analysis.

Security products 

	Product

	Sentriant

	Sentriant CE150 

	Sentriant AG


4.1.5
AREA 5—Monitoring and Management Solutions

May include software or appliances operating at any layer in the OSI model.

4.1.5.1 Solutions should accomplish the centralization and interpretation of data acquired from networked devices. 

4.1.5.2 Solutions should be developed around commonly accepted methodologies and should make use of SNMP and/or TL1. 

4.1.5.3 Solutions must enhance security, manageability, and accountability. 

4.1.5.4 Solutions interface should be an intuitive GUI, with possible built in CLI and manual configuration abilities. 

4.1.5.5 Reporting and analysis tools must include canned reports for regulatory compliance with HIPAA, GLBA, etc.

Extreme Networks EpiCenter management platform provides extensive monitoring and configuration ability.  Extreme Premier Services Program will also provide in depth monitoring and statistical analysis.

	Product

	EpiCenter

	EPICenter Asset Discoverer

	ServiceWatch


4.1.6
AREA 6—Other Network Centric Solutions

Will include many of the required network elements not listed above. 

4.1.6.1 DNS, NAT/PAT, DHCP, and other IP Address management solutions. 

4.1.6.2 Mobility and session persistence solutions. 

4.1.6.3 RADIUS, TACACS, 802.1x, and AAA authentication solutions. 

4.1.6.4 SIP and other centralized communications and messaging solutions, 

4.1.6.5 Transceivers

4.1.7
AREA 7—Multi-Function Solutions

Industry movement indicates that multi-function networking appliances are becoming the way of the future. List and describe any product lines that are merging into multi-function platforms. This may include technology areas that are not covered in areas 1 to 6 above. Each such product should be listed with a note including the areas that are included and a short description of any other technological advantages gained through the aggregation of these technologies.  

 (i.e. Blade server chassis may house a built in Ethernet switch – Routers may be capable of Firewall, IDS, and other abilities – Network storage may include an Ethernet and/or a fiber channel switch – etc.)   

4.2
NETWORK REQUIREMENTS:

4.2.1

Apply to all proposed solutions

All scenarios/solutions must include, be compatible with, or adhere to the following requirements and/or criteria unless specifically stated in the network “Scenario” description portions of the response or if the requirement is specific to a technology differing from the proposed solution.

4.2.1.1 It is desirable that solutions be appliance based rather than software or service based. Solutions solely based on software and/or services may be evaluated later or separately and as time permits. 

The BlackDiamond(s) is a modular L2-L4 switching appliance with a variety of modules and capabilities to meet customer requirements.  Other than management, all of our solutions are based on hardware.

4.2.1.2 Where applicable, gear must comply with all regulatory requirements imposed on government for purposes of privacy, security, and accountability.  i.e. Sarbanes Oxley Compliance Act, HIPAA, Graham Leach Bliley Act, USA Patriot Act, etc.  

Our switches do not directly fall under the aegis of the above-specified regulatory requirements.  However, many of the BlackDiamond(s) capabilities provide the foundation for regulatory compliance.  For instance, LIST STUFF.

4.2.1.3 Solutions should completely, and openly, integrate with industry standard security and accessibility methods including: TACACS, RADIUS, 802.1x, AAA authentication, etc.  
Open standards security and accessibility support is a foundation characteristic of all Extreme Networks’ equipment, including the 12804.   

Accessibility standards supported include:

· RFC 1492 TACACS+

· RFC 2138 RADIUS Authentication

· RFC 2139 RADIUS Accounting

· Network Login - 802.1x, web and MAC-based mechanisms – these options can be used individually or in combination to provide alternate login mechanisms, if desired, should login using the primary mechanism fail.

· IEEE 802.1x -– 2001 Port-Based Network Access Control for Network Login

· Multiple supplicants for Network Login (all modes) – each devices attaching to a switch, including multiple devices attaching to a single port via a subsidiary hub or switch, is individually authenticated and permitted or denied based on its authentication without affecting other devices attached to the same port.

· Fallback to local database (MAC and Web-based methods) if network login fails (server is inaccessible).

· Guest VLAN for 802.1x – allows for guest network access to a specific network area or areas while denying access to the balance of the network

· MAC Address Security – Lockdown and Limit.

· SSL/TLS transport -– used for Web-based Network Login, (requires export-controlled encryption module)

Security standards supported include:

· RFC 3046 IP Address Security – DHCP Option 82

· IP Address Security -– DHCP Option 82 and Gratuitous ARP Protection

· RADIUS Per-command Authentication

· Access Profiles on All Routing Protocols

· Access Policies for Telnet/SSH-2/SCP-2

· Layer 2/3/4 Access Control Lists (ACLs) at line speed on all ports, including 10 Gigabit (Gb) ports.

Proprietary security technologies supported include:

· CLEAR-Flow, threshold-based alerts and actions.

· Layer 3 Virtual Switching.

4.2.1.4 Offerors may assume that remote user authentication sources exist, are based on business function or role methodologies, and are non-proprietary in nature.   

The BlackDiamond supports 802.1x authentication, neatly incorporating RADIUS authentication into the network.  See more details regarding this in subsequent sections.   

4.2.1.5 Where possible, offerors should identify clear and concise ties between the operation of proposed solution(s) and support of IT business processes and procedures such as service level management, control and resolution processes, and other such processes found within ITIL, COBIT, ISO 20000, etc.   

Below is a listing of how specific products and solutions from Extreme focus on, and support, operational compliance:

· Sentriant AG : Provides enforcement of policy and configuration requirements for all end stations on the network prior to providing connectivity to enterprise systems and services.

· Sentriant : Provides proactive detection and notification of worm or viral anomalies on the network; this solution provides for improved operational integrity and stability for the enterprise when system patching and ingress protection fail to detect or eliminate viruses.

· EAPS : Delivers enterprise operational stability under various failure scenarios

· EpiCenter :

· Centralized log collation and parsing to detect specific operational warnings, alerts or events

· Capture of all switch configurations to enable fast recovery from failure of switches or to enable the detection of changed configurations on specific switches. 

· Asset management : switch revision, serial number and inventory management across the enterprise from a single system

· Detection and alerting of switch, blade or link state changes where the link can be between switches or to non-Extreme systems. Provides for the configuration of specific severity levels on failures/events so the corresponding actions can be prioritized.

4.2.1.6 Proposed solutions must be capable of Layer 2 and/or Layer 3 inspection and policy enforcement. (i.e. Access List, Firewall, IDS, etc.)   
The BlackDiamond 12804R supports up to 256,000 L2-L4 access lists (ACLs) entries.   All ACLs are processed at line speed in hardware, incurring essentially no additional latency to the traffic filtered.   

In addition to “standard” ACLs, the BlackDiamond 12804R includes Extreme’s unique CLEAR-Flow (Continuous Learning, Examination, Action, and Reporting of Flows) technology.   CLEAR-Flow technology adds programmable, counter-driven logic constructs above and substantially beyond the capabilities of ACLs.  CLEAR-Flow includes several counter types to measure user-identified items in real time, accumulating values upon which actions can be taken.   When a counter reaches a user-defined threshold, an if-then-else construct takes over, initiating a specified action (the “if” portion of a rule).  When the counter retreats below the threshold, the “then” portion of a rule can retract the action.   Any action that can be entered at the command line can be embedded into a CLEAR-Flow, allowing unprecedented control of and response to changing network conditions.  Like the ACLs, CLEAR-Flow rules are executed at line speed adding no latency to the signal path.   For a more detailed explanation of CLEAR-Flow please see the attached CLEAR-Flow White Paper that describes the technologies capabilities in more detail and includes detailed examples.

4.2.1.7 Gear must be centrally managed and monitored with the ability to send and receive commands from no fewer than four remote locations/systems through SNMP, TL1, or similar standards based monitoring.   
All Extreme switches are SNMP-compatible.  Specifically, they support the following SNMP and network management-related standards:

· RFC 1155 Structure of Mgmt Information (SMIv1)

· RFC 1157 SNMPv1

· RFC 1212, RFC 1213, RFC 1215 MIB-II, Ethernet-Like MIB & TRAPs

· RFC 1573 Evolution of Interface

· RFC 1650 Ethernet-Like MIB (update of RFC 1213 for SNMPv2)

· RFC 1901 -– 1908 SNMP v2c, SMIv2 and Revised MIB-II

· RFC 2570 -– 2575 SNMPv3, user based security, encryption and authentication

· RFC 2576 Coexistence between SNMP Version 1, Version 2 and Version 3

· RFC 1757 RMON 4 groups: Stats, History, Alarms and Events

· RFC 2021 RMON2 (probe configuration)

· Secure Shell (SSH-2) client and server

· Secure Copy (SCP-2) client and server

· Secure FTP (SFTP) server

· sFlow version 5

· Configuration logging

· Multiple Images, Multiple Configs

· BSD System Logging Protocol (SYSLOG), with Multiple Syslog Servers

· 999 Local Messages (criticals stored across reboots)

In addition, the switches support a wealth of management MIBs appropriate to the switches specific hardware configuration.
4.2.1.8 Open architecture, standards based, routing and switching protocols are, and must be used in the configurations requested solutions. 

Extreme switches support many standards-based routing and switching protocols.  They include:

· RFC 1812 Requirements for IP Version 4 Routers

· RFC 1519 CIDR

· RFC 1256 IPv4 ICMP Router Discovery (IRDP)

· RFC 1122 Host Requirements

· RFC 768 UDP

· RFC 791 IP

· RFC 792 ICMP

· RFC 793 TCP

· RFC 826 ARP

· RFC 894 IP over Ethernet

· RFC 1027 Proxy ARP

· RFC 1866 HTML -– Used for web-based Network Login

· RFC 2068 HTTP server -– Used for web-based Network Login

· RFC 2338 VRRP

· RFC 3619 Ethernet Automatic Protection Switching (EAPS) and EAPSv2

· IEEE 802.1D -– 1998 Spanning Tree Protocol (STP)

· IEEE 802.1w -– 2001 Rapid Reconfiguration for STP, RSTP

· IEEE 802.1s-– 2004 Multiple Instances of STP, MSTP

· RFC 1058 RIP v1

· RFC 2453 RIP v2

· RFC 2328 OSPF v2 (including MD5 authentication)

· RFC 1587 OSPF NSSA Option

· RFC 1765 OSPF Database Overflow

· RFC 2370 OSPF Opaque LSA Option

· RFC 3623 OSPF Graceful Restart

· RFC 1771 Border Gateway Protocol 4

· RFC 1965 Autonomous System Confederations for BGP-4

· RFC 2796 BGP Route Reflection (supersedes RFC 1966)

· RFC 1997 BGP Communities Attribute

· RFC 1745 BGP4/IDRP for IP---OSPF Interaction

· RFC 2385 TCP MD5 Authentication for BGPv4

· RFC 2439 BGP Route Flap Damping

· RFC 2842 Capabilities Advertisement with BGP-4

· RFC 2918 Route Refresh Capability for BGP-4

· RFC 1112 IGMP v1

· RFC 2236 IGMP v2

· RFC 3376 IGMP v3

· IGMP v1/v2/v3 Snooping with Configurable Router Registration Forwarding

· IGMP Filters

· Static IGMP Membership

· Multicast VLAN Registration

· RFC 2362 PIM-SM

· PIM-DM Draft IETF PIM Dense Mode draft-ietfidmr-pim-dm-05.txt, draft-ietf-pim-dm-new-v2-04.txt

· RFC 3569, draft-ietf-ssm-arch-06.txt PIM-SSM PIM Source Specific Multicast
4.2.1.9 If any proprietary protocols can/must be used to provide the minimum requested performance or to conform to minimal requirements, please note this and request an exception to the criteria provided in the section being responded to.  

No proprietary protocols must be used to provide any of the solutions included.  Some proprietary protocols are available for use at the discretion of the customer.   Among them are:

· EMISTP, Extreme Multiple Instances of Spanning Tree Protocol –Allows a port to belong to multiple STP domains. EMISTP adds significant flexibility to STP network design.

· PVST+, Per VLAN STP – An extension to PVST that maintains a spanning tree instance for each VLAN configured in the network; it is interoperable with 802.1Q.
· Extreme Standby Router Protocol (ESRP) – an L2 and L3 redundancy protocol.

· Extreme Discovery Protocol (EDP) - Used to gather information about neighbor Extreme Networks switches. It is used by the switches to exchange topology information.

· Loop detection via Layer 2 Extreme Loop Redundancy Protocol (ELRP) - Extreme Loop Recovery Protocol (ELRP) is a feature that allows you to prevent, detect, and recover from Layer 2 loops in the network. You can use ELRP with other protocols such as ESRP.

· Software Redundant Ports - Using the software-controlled redundant port feature you can back up a specified Ethernet port (primary) with a redundant, dedicated Ethernet port; both ports are on the same switch. If the primary port fails, the switch will establish a link on the redundant port and the redundant port becomes active.

4.2.1.10 If an enhanced solution can be provided over and above minimal compliance to the criteria stated, through the use of proprietary protocols, please note this and briefly explain the advantages and any interoperability issues. Also note any plans to migrate to standards based solutions.   

No proprietary protocols are used in the proposed solutions.

4.2.1.11 Line rate throughput:  Any proposed port or interface, that cannot indefinitely sustain line rate throughput, must be clearly identified along with an explanation. If this limitation occurs outside of the port, but within the appliance [on the backplane, in software, etc.] then this also must be identified.  To demonstrate line rate throughput on proposed solutions, calculations must be based on the minimal sized packets that will traverse the line.  Mathematical calculations should be made available as well as interpretation of these calculations.      

All interfaces operate at line speed on the 12804 with an average latency of .05% microseconds and average jitter of .1% microseconds.   64 byte packets have an average latency of 9 microseconds.  Note the preceding averages include processing through ACL rules.

4.2.1.12 Gear must be capable of automatic link restoration following a lapse in connectivity, reset [locally or remotely], a power outage, software or firmware upgrade, or other normally occurring disruption in service. Link restoration times must be provided for all port types proposed in each solution.  
Fully compliant -

The BlackDiamond 12804 and any other switch configured for hitless failover - failover/restoration is 50ms

For power outage – restoration time = boot up time

All other switches not configured with hitless failover – 

For power outage and software or firmware upgrade – restoration time = boot up time

4.2.1.13 All proposed sites/scenarios must have multiple, routed, network segments – VLAN’s [802.1q].  
All solutions support 802.1Q as well as other related standards, including:

· IEEE 802.1Q VLAN Tagging

· IEEE 802.3ad Static configuration

· IEEE 802.1v: VLAN classification by Protocol and Port

· Port-based VLANs

· Protocol-based VLANs

· Virtual MANs (vMANs)

· IEEE 802.1ah MAC-in-MAC Provider Bridging

4.2.1.14 Assume that Enterprise strategies are in place for application prioritization including time sensitive traffic.  Gear must be capable of Layer 2 and/or Layer 3 tagging methodologies based on industry standards [QoS, MPLS, etc.]. 

All interfaces operate at line speed on the 12804 with an average latency of .05% and average jitter of .1%.   Note the preceding averages include processing time for ACL rules.

4.2.1.15 Assume that before the proposed solution is at end of life, a requirement will include migration to IPv6. Identify equipment compatibility with IPv6, any upgrades (hard or soft) or maintenance fees required to accomplish this compatibility, and any reduction in performance that may occur.   

IPv6 is supported at line rate.

4.2.1.16 Assume Category 5e wire is available throughout the identified facilities unless otherwise stated.  
4.2.1.17 Unless otherwise stated, assume that WAN connections are not oversubscribed, are dedicated T1 carrier lines with 100% CIR end to end, and they do not have carrier services provisioned on top of the T1.  [1.544 Mbps of bandwidth is guaranteed at all times.]    
4.2.1.18 Unless Otherwise stated, physical environmental control minimums are: 

4.2.1.18.1 Operating Temperature range: 0° C to 40° C.  

4.2.1.18.2 Relative Humidity range: 10% to 90% non-condensing.  

4.2.1.18.3 Assume a 120 VAC power source standard.   

4.2.1.18.4 Devices will be mounted in order to minimize movement. 

4.2.1.19 NOTICE: It is important that power consumption, ROI, IT business support, expandability, and security enhancements be clearly identified.  Certain of these features may have such merit as to warrant added value to the states, and therefore added points in the evaluation.  (i.e. Most states datacenters were engineered many years ago and have limited power and cooling abilities. There is great value to the states in having equipment that consumes minimal power.)  

The 12804’s (our most powerful switch offered within the rfp scenarios) power consumption is 700W at 90V to 120V, 1200W at 200V to 240V.

ROI is impossible to state without a clearly stated set of business context to perform an analysis on.  It may be noted, however, that unlike many competitive switches, the 12804R will never require additional memory or hardware upgrades to support additional features.   Programmable packet processors on the blades accommodate revised line rate ACLs and CLEAR-Flow rules with periodic software updates, updates included in all maintenance packages.  There are no options for additional memory or add-on daughter boards (e.g. router feature cards) because none are required.   The 12804 was designed from its inception to provide line rate port speeds, L2 and L3 switching, and packet inspection and filtering, rendering costly field upgrades unnecessary and, thereby, reducing total cost of ownership for Extreme customers.

Security enhancements are identified in many sections of this response.  Also, please see the product documentation for CLEAR-Flow and Sentriant products.

4.2.1.20 EXCEPTIONS: It is understood that proposed solutions may not adhere to the specifications listed. Offerors must note in writing all  exception, followed by the reason for the request and the explanation for the solution being provided. 

4.2.2

HIGH AVAILABILITY (HA) REQUIREMENTS

Apply to all scenarios from #5 to #7.  All scenarios/solutions below here must include, be compatible with, or adhere to the “Network Overall requirements” and the additional requirements and/or criteria found below unless specifically stated in the network “Scenario” description portions of the response or if the requirement is specific to a technology differing from the proposed solution.

4.2.2.1 Assume High Availability (HA) as 99.99x% uptime.  No down time is acceptable! 

Extreme’s modular operating system (XOS) allows for up to five 9s (99.999%) uptime by allowing hitless failover and even hitless upgrading of the OS.  Please see XOS white paper for detailed information.

4.2.2.2 Temporarily functioning at a lesser level of service is acceptable during planned upgrades, equipment cut over(s), or as a result of any single device failure.   

Other than the proposed BlackDiamond 12804 (which supports full inter-module throughput on each management module) Extreme’s switches will function at 50% of normal throughput in the case of a management failure.

4.2.2.3 Identify the removal of single points of failure and explain how that increases the availability of the proposed solution.  

Extreme supports up to 6 power supplies in all our chassis based switches to allow for multiple power failures without affecting the switch so with the proper amount of power supplies there should not be any worries of a failure.  Extreme’s chassis based switches have multiple management modules to keep the switches running - even if one fails, availability is increased as there is no single point of management failure.  Extreme’s chassis based switches also have multiple fans and allow for swapping while running in some instances once again no single point of failure keeps the systems up and running.  All of Extreme’s I/O cards allow for hot swapping in the case of failure and even the ability to change the type of module if necessary without rebooting the switch.  The operating system is modular rather than monolithic which means that each function of the switch is separated from the other functions and can be restarted independently, this means availability due to not having to reboot when the telnet session fails.

4.2.2.4 Solutions must support precise, standards based, scalable, monitoring (i.e. - sFlow (RFC 3176) or equivalent.) and control at a port level.  Comply
4.2.2.5 Solutions must support packet level inspection, policy enforcement, and accounting on each network segment and if necessary, to the port level.  Comply
4.2.2.6 Must be capable of identifying and minimizing the effects of known network based attacks such as a Denial of Service attack.  

Extreme switches have DoS protection built into the system and some (such as the BlackDiamond 12804) have extra functionality to inspect packets as they traverse the network and see when traffic patterns change then dynamically deal with that threat.

4.2.2.7 All Ethernet networking areas must support Session Persistence (shopping cart).  Comply
4.2.2.8 Assume physical environmental control is excellent with generator back-up power, separate breaker controlled power sources, cooling capacity is N + 1, plenty of available rack space, cable management, physical security, etc.  Comply
4.2.2.9 Sustained session persistence for 40,000 TCP sessions. Comply
4.2.2.10 Identify sustainable throughput for all proposed solutions that are required to inspect packets and make decisions. 

All Extreme switches proposed operate at line rate and will deliver all of the interface throughput at all times regardless of what decisions are needing to be made.  All of the switches are based on ASICs (Application Specific Integrated Circuits) which do the packet ingress and egress within the actual chip.

4.2.2.11 Network hardware must support parallel processing per module/blade/unit and across the chassis backplane or when stacked.  

All chassis based switches from Extreme support this.

4.2.2.12 Ethernet interfaces must support the transfer of jumbo frames, RFP1191, and perform this operation at line rate.  Including seamless integration with other standards compliant manufacturers. (RFC’s are acceptable standards in this case.) It is desirable to eliminate datagram fragmentation within controlled network environments. 

Extreme switches all support jumbo frames up to 9216 bytes.

4.3
SCENARIO’S LIST

4.3.1
Scenario #1: Stationary hardened Layer 2 and/or Layer 3 device(s) 

A stationary remote location: Examples include: An automated remote public culinary water system facility and/or a roadside Department of Transportation traffic signal controls box. 
Requirements:  Network device(s) must –  
4.3.1.1 Eight (8) Ethernet ports connected at 10/100 speed(s) or better over copper cable. 

4.3.1.2 Physical environmental control is very limited:

4.3.1.2.1 Extreme temperatures: -20° C to 60° C 

4.3.1.2.2 Humidity from 5% to 95% and condensation will occur at times. 

4.3.1.2.3 Power options should include: 120 VAC, 48 VDC, 12 VDC 

4.3.1.2.4 Physical space limitations exist.  

4.3.2
Scenario #2: Mobile hardened Layer 2 and/or Layer 3 device(s)   

A mobile remote location: Examples include: Emergency vehicles (cars, trucks, ambulance, emergency command center, boat, helicopter, etc) that requires connectivity from any of numerous available sources.  

Requirements:  Network device(s) must –  
4.3.2.1 Allow for at least one Ethernet device connected at 10/100 speed(s) or greater, and three other device connections – list the standards based interfaces.  i.e. USB1, USB2, IBM PC style parallel interface [9 pin or 25 pin], V.35, RS232, IBM PC style PCMCIA slot, etc. 

4.3.2.2 Application persistence, through software and/or hardware, is desirable. Please explain!

4.3.2.3 Physical environmental control is minimal:

4.3.2.3.1 Extreme temperatures: -20° C to 60° C     

4.3.2.3.2 Humidity from 5% to 95% and condensation will occur at times. 

4.3.2.3.3 Power options should include: 120 VAC, 48 VDC, 12 VDC 

4.3.2.3.4 Physical space limitations exist.

4.3.2.3.5 Constant and varied equipment vibration.   

4.3.3
Scenario #3: Layer 2 and/or Layer 3 device(s) 

A remote small office location: Example: Small leased facility housing a small number of locally networked devices (PC’s, Printer, Local Server(s))    

Requirements:

4.3.3.1 Network Device(s) – up to 20 Ethernet devices connected at 10/100 speed(s) or greater. Traffic will be typical web based application interaction. 


Extreme would use one 24 port stackable switch (X450e-24p) in Location 1

Exception for 4.3.3.1, – no WAN interfaces

4.3.4
Scenario #4: Layer 2 and/or Layer 3 device(s)

A remote medium sized office location: Example: Medium sized facility which houses a number of locally networked devices (PC’s, Printer, Server, …)      

Requirements:

Extreme would use one 48 port stackable switch (X450a-48t) with an additional 24 port PoE stackable switch (X450e-24p) in Location 1 which would also house a wireless Access Point controller (Summit WM100) and three Access Points (Altitude 350), and one X450a-48t with an additional 24 port stackable switch (X450a-24t) for location 2 

Exception for 4.3.4.2, 4.3.4.4 – no WAN interfaces

4.3.4.1 Allow for up to one hundred (100) Ethernet devices connected at 10/100 speed(s) or greater.  Comply
4.3.4.1.1 Floor/Location 1 – Ten (10) servers – Two (2) serve up www content while the remaining eight serve up local content.  

Extreme would use one Summit X450a-48t

4.3.4.1.2 Floor/Location 1 – 35 locally networked devices 

Extreme would use one Summit X450e-24p

4.3.4.1.3 Floor/Location 2 – 50 locally networked devices 

Extreme would use one Summit X450a-48t and one X450a-24t

4.3.4.1.4 Multiple strands of multimode fiber connects the floors/locations.

Extreme would use SX SFP GBICs

4.3.4.2 WAN interface is based on two (2) T1 circuits.  Both circuits terminate on the same remote network device.  Explain the best load sharing for this situation.

Extreme does not manufacture WAN interface products

4.3.4.3 Secure and non-secure Wireless Ethernet (802.11x) access is required for twenty (20) users based off of three (3) separate radio/antenna locations. 

Extreme would use a Summit WM100 and three Altitude 350 wireless Access Points

4.3.4.4 WAN expansion options must be available for a carrier based DS-3 service (45 Mbps). 

Extreme does not manufacture WAN interface products

4.3.4.5 Physical environmental control is good and one full rack is readily available for mounting equipment.  Comply
4.3.4.6 Day use assumptions:  Comply
Two simultaneous, time sensitive, data sessions of 512k or less. 

Ten simultaneous, time sensitive, data sessions of 64k or less

The remainder of the traffic is typical Internet application browsing. 

4.3.4.7
Night use:  Comply
A 12 hour window for multiple, off site, server back-ups. 

4.3.5
Scenario #5: High Availability Layer 2 and/or Layer 3 device(s)

A remote Public Safety Answering Point (PSAP) office location: Example: Medium to large sized facility which houses a number of locally networked devices (PC’s, Printer, Server, …). Home land security critical in nature.      

Requirements:

4.3.5.1 Allow for up to one hundred (100) Ethernet devices connected at 10/100 speed(s) or greater.  

Extreme would use a BlackDiamond 8810 with two management modules, two 48 port Mini-GBIC module and five 48 port 10/100/100 RJ-45 modules

4.3.5.2 Floor/Location 1 – Twenty (20) servers – Eight (8) serve up WAN accessible content while the remaining twelve serve up local content. Networking must be HA configured and capable of 10,000 simultaneous sessions. All other Floor/Location(s) run to here. 

Extreme would use one 24 port stackable switch (X450e-24p)

4.3.5.3 Floor/Location 1 – 25 locally networked devices 

Extreme would use two 24 port stackable switches (X450e-24p)

4.3.5.4 Floor/Location 2 – 20 locally networked devices

Extreme would use one 24 port stackable switch (X450e-24p)

4.3.5.5 Floor/Location 3 – 30 locally networked devices 

Extreme would use two 24 port stackable switches (X450e-24p)

4.3.5.6 Multiple strands of multimode fiber between the floors/locations. 

Add SX mini-GBIC to interconnect the floors.

4.3.5.7 WAN interface is based on three (3) T1 circuits.  All circuits terminate on the same remote network device.  Explain the best load sharing for this situation.

Extreme does not manufacture WAN interface products

4.3.5.8 Session persistence for up to 10,000 TCP sessions.  Comply
4.3.5.9 Secure Wireless Ethernet (802.11x) access is required for forty users based off of six (6) separate radio/antenna locations. 

Extreme would use a SUMMITWM 100 with 6 AP 350-2

4.3.5.10 WAN expansion options must be available for a carrier based OC-3 service (155 Mbps). 

Extreme does not manufacture WAN interface products

4.3.5.11 Day use assumptions:  Comply
4.3.5.11.1 Two(2) simultaneous, time sensitive, data sessions of 512k or less. 

4.3.5.11.2 Ten (10) simultaneous, time sensitive, data sessions of 64k or less 

4.3.5.11.3 The remainder of the traffic is typical Internet application browsing.

4.3.5.12 Night use: Comply
4.3.5.12.1
Local mirroring of data with a (6) hour window for multiple, off site, incremental server back-ups. 

4.3.6
Scenario #6: Data Center

ISP Entry Point, Routing, Switching, Security, Storage, Monitoring & Management, etc.: Assume “High Availability” criteria (Section 4.2.2) apply all the solutions in this section 4.3.6.  

4.3.6.1
Scenario #6a – ISP solution(s) should include all or part of the following:

4.3.6.1.1 Delivery if multiple ISP’s is based on Ethernet interface handoff’s [10/100/1000 copper medium].  

Extreme would utilize the Summit 48si, for edge load balancing and hand off of multiple ISPs to the network.

4.3.6.1.2 Load balancing abilities must be based on manually configurable criteria.

Extreme would utilize the Summit 48si, for edge load balancing and hand off of multiple ISPs to the network.

4.3.6.1.3 Parameters must include settings to direct specific traffic requests to a specific ISP.  Example: Internet 2 limitations, for Education and Health Departments, must be configurable.

The Summit 48si can route specific traffic flows between vlans, directing those flows to specific ISPs.

4.3.6.1.4 Load balancing options may include DNS but must enhance the ability inherent to DNS load balancing. 

Extreme would utilize the Summit 48si, for edge load balancing and hand off of multiple ISPs to the network.

4.3.6.1.5
“Shopping cart” type traffic persistence must be identified.  Comply
4.3.6.1.6 DNS appliance or abilities. 

Extreme does not currently have a DNS application or appliance.  However, Extreme switches can support and enhance a DNS service, as long as the service utilizes standards based protocols for messaging and management.

4.3.6.2
Scenario #6b – Content and/or Rate limiting solution(s):

4.3.6.2.1 Users are capable of multiple sessions from a single device. 

Extreme would utilize a Summit 400-48 to set rate limiting to content servers or appliances.

4.3.6.2.2
NAT/PAT may occur at ant point in the network. 


The summit 400-48, and 48si can be used to set up vlans that can use NAT.  In this case, a network administrator could front end a content server, network resource, internet gateway, and use NAT for address translation.

4.3.6.2.2 Authentication and accounting integration are required.

Extremeware and XOS switches support accounting and authentication.  In this case, vlan traffic from specified sources can be authenticated from an authentication server.  The Summit 400-48, 48si, X450 all support these features.

4.3.6.3. Scenario #6c – Switching solution(s) should include:

Extreme would use one BlackDiamond 8810 with two management modules, two 48 port Mini-GBIC module and five 48 port 10/100/100 RJ-45 modules in Location 1, one BlackDiamond 8810 with two management modules, two 48 port Mini-GBIC module and four 48 port 10/100/100 RJ-45 modules for location 2, and one BlackDiamond 8810 with two management modules, two 48 port Mini-GBIC module and two 48 port 10/100/100 RJ-45 modules for location 3.  

For inter-floor connectivity we would propose use of 10Gbps connections over the single mode fiber to keep the costs down and that would change the inter-floor needs from 72 total connections per floor to 8 (4 strands of single mode fiber per floor/location with 40 gig of throughput) and decrease the 48 port Mini-GBIC modules to zero and add one 4 port 10Gbps module, but we will quote as asked.
4.3.6.3.1 Assume four hundred (400) Ethernet devices  

4.3.6.3.2 Floor/Location 1 – Two Hundred (200) devices – Ten(10) server farms (75 servers) must communicate at GigE speeds using jumbo packet technology. The remainder of the devices serve typical web content. 

Extreme would use a BlackDiamond 8810 with two management modules, two 48 port Mini-GBIC module and five 48 port 10/100/100 RJ-45 modules

4.3.6.3.3 Floor/Location 2 – One Hundred and Fifty (150) devices – Twenty serve (27) time sensitive content and the remainder serve typical web content. 

Extreme would use a BlackDiamond 8810 with two management modules, two 48 port Mini-GBIC module and four 48 port 10/100/100 RJ-45 modules  

4.3.6.3.4 Floor/Location 3 – Fifty (50) devices – All run databases or store data.   

Extreme would use a BlackDiamond 8810 with two management modules, two 48 port Mini-GBIC module and two 48 port 10/100/100 RJ-45 modules  

4.3.6.3.5 Six (6) devices from Floor/Location 1 and Six (6) devices from Floor/Location two (2) must be fiber channel connected to Floor/Location 3. 

Extreme does not manufacture FiberChannel interface products

4.3.6.3.6 Twenty- Four (24) strands of multimode fiber connect each of the Floor/Locations and twelve 12 strands of single mode fiber connect each of the Floor/Locations.  

This is taken care of in each chassis with the two 48 port Mini-GBIC modules.  We will also add LX and SX GBICs here.

4.3.6.3.7 Assume distances work with short haul optical gear.  Comply
4.3.6.3.8 Line rate throughput is required between all interfaces in any given switch.   Comply
4.3.6.3.9 Identify any path(s) that do not make use of parallel processing of traffic. Including on the switch, a blade, the backplane, stackable interfaces, etc. 

No paths would be without parallel processing unless it is programmed by the end-user to be that way.

4.3.6.3.10 IP address and Login ID access controls must be available on each port. 

We support ACLs, limitations on MAC address learning and 802.1x on all ports as well as allowing for multiple supplicants on the same port.

4.3.6.3.11 Identify any power saving statistics for the proposed gear.

In an N+1 configuration the extra power supplies will only use the power needed to keep alive.  The fans are variable speed so depending on temperature they will draw less power.  If PoE is being used the power for the ports is given when needed and not pushed at all times.

4.3.6.4
Scenario #6d – Routing solution(s) should include equipment capable of all of the following:

4.3.6.4.1 Four (4) Gigabit Ethernet interfaces configured as failover to two (2) network segments 

All Extreme Switches proposed are capable of 4 Gigabit Ethernet connections.

4.3.6.4.2 ATM and SONET interfaces including DS-3, OC-3 and OC-12 options 

Extreme does not manufacture WAN interface products

4.3.6.4.3 Twelve (12) T1’s (point-to-point) configured as failover to six (6) remote network segments.  

Extreme does not manufacture WAN interface products

4.3.6.4.4 Token Ring interfaces

Extreme does not manufacture Token Ring interface products

4.3.6.4.5 Standard routing protocols must be used and all interfaces must provide line rate throughput to other interfaces of equal or greater size. 

All Extreme Switches are capable of OSPF, RIPv1, RIPv2, and Static routing, many are also capable of BGP4 and PIM and all are able to run at line rate on all interfaces.

4.3.6.4.6 The router must be capable of two (2) Gigabits of sustained throughput.

Extreme switches all are capable of 2 Gigabits of sustained throughput.

4.3.6.5
Scenario #6e – Patch Style Switch solution(s) should include:

4.3.6.5.1
Passive patch type switch capable of inline replication of content traversing any patched network segment.  

4.3.6.5.2 No latency or service interruption should result from a switch fault.

4.3.6.5.3 All ports must function as fail-open during any switch related failure.  

Extreme currently does not manufacture Patch Style Switches

4.3.6.6 Scenario #6f – Security solution(s) should include, but not be limited to, the following:

4.3.6.6.1 Firewall type solution(s).  

Extreme partners with several security vendors that manufacture best of breed firewalls.  Extreme’s commitment to open standards integration makes these solutions very complementary and easy to integrate.  Juniper Networks’ NetScreen line is an example of such a solution.

4.3.6.6.1.1
Must span/include at least four (4) Gig Ethernet interfaces. 

4.3.6.6.1.2
Any, and all, network segment will require the proper delivery of time sensitive traffic.  No added latency!  

4.3.6.6.1.3
Ports and throughput must be sustainable at line speed without respect to packet size or configuration complexity.  

4.3.6.6.1.4
Layer 2 and/or Layer 3 packet inspection and policy/rule set enforcement. 

4.3.6.6.1.5
Easy and intuitive configuration (GUI).

4.3.6.6.1.6
Explain any fail-open, failover bundling, and/or session persistence. 

4.3.6.6.2 Application Layer Firewall type solution(s).  

Extreme partners with several security vendors that manufacture best of breed firewalls.  Extreme’s commitment to open standards integration makes these solutions very complementary and easy to integrate.  Juniper Networks’ NetScreen line is an example of such a solution.

4.3.6.6.2.1
Must span/include at least four (4) Gig Ethernet interfaces 

4.3.6.6.2.2
Any, and all, network segment will require the proper delivery of time sensitive traffic.  No added latency!  

4.3.6.6.2.3
Ports and throughput must be sustainable at line speed without respect to packet size or configuration complexity. 

4.3.6.6.2.4 Layer 3 and up, deep packet inspection, and policy/rule set enforcement. 

4.3.6.6.2.5 Easy and intuitive configuration (GUI). 

4.3.6.6.2.6 Explain any fail-open, failover bundling, session persistence. 

4.3.6.6.3
IDS solution(s) and/or IPS solution(s). 

4.3.6.6.3.1 Must span/include at least four (4) Gig Ethernet interfaces. 



See summary at the end of this section.

4.3.6.6.3.2 Any, and all, network segment will require the proper delivery of time sensitive traffic.  No added latency!  


See summary at the end of this section.

4.3.6.6.3.3 Ports and throughput must be sustainable at line speed without respect to packet size or configuration complexity. 


See summary at the end of this section.

4.3.6.6.3.4 Packet inspection and anomaly detection syste3ms.

Extremeware XOS can utilize the CLEAR Flow counter detection.  CLEAR-Flow detects and surgically mirrors only the threatening traffic to Sentriant, allowing it scale into higher line-rates of inspection and mitigation.

4.3.6.6.3.5 Explain the use of open architecture, standards based, real-time response to clearly identified threats. 


See summary at the end of this section.

4.3.6.6.3.6 Explain any ability to identify and minimize false positives.  


See summary at the end of this section.

4.3.6.6.3.7 Identify interoperability with other devices/software that enhances performance.  


See summary at the end of this section.

4.3.6.6.3.8 What environments/architectures are best suited for the proposed solution(s). 


A multi-vlan switched architecture.

4.3.6.6.3.9 List any strategic alignments with other manufacturers networking gear. 

Avaya, Juniper, any other manufacturers that support open interoperability.

Summary

Sentriant is a security appliance that secures the network interior against rapidly propagating threats including Day-Zero attacks. Sentriant is designed to work in conjunction with Extreme Networks® Security Rules Engine—CLEAR-Flow. Together, Sentriant and CLEAR-Flow provide: 

· Continuous monitoring of all end-points as threat sources launching internal attacks 

· Filtering out of basic attacks, such as DoS attacks, across multi-gigabit switched networks 

· Deeper analysis of suspicious traffic without impacting the operation of live networks 

· Enforcement of rapid security mitigation actions against specific threat sources across the enterprise 

Sentriant uses behavior-based threat detection methods (no signatures, no heuristics) to detect threats—including new threats for which no signatures exist at the time of attack. It also includes a sophisticated early warning system that employs unused IP space to identify threats. Sentriant is not an inline device, creates no performance impact to networks, and cannot jeopardize network availability—even while the network is under attack.  It works in the following method.

1. An infected source enters the network. 

2. BlackDiamond 10808 static ACLs and CLEAR-Flow rules filter out DoS attacks, determine traffic class as "suspicious". 

3. Selectively port-mirror traffic to Sentriant for further analysis. 

4. Sentriant continues to watch suspicious traffic and uses its internal rules to escalate traffic-class from suspicious to high level alert. 

5. Sentriant initiates a dynamic ACL on the BlackDiamond 10808. BlackDiamond 10808 applies the dynamic ACL in real-time and continues to port mirror suspicious traffic. Sentriant also sends the mitigation action to Extreme Networksí EPICenter® network management software. 

6. EPICenter works with core and edge switches to enforce the security policy (mitigation action). 

Sentriant incorporates an aggressive protocol-independent, automated threat termination technology. This technology does not use software desktop agents, TCP resets, or switch-dependent VLAN shunting to compartmentalize an infected end-point. 

Sentriant and the CLEAR-Flow Security Rules Engine are part of the Extreme Security Framework (ESF) that is a comprehensive, scalable and easy to use network-based security solution.
4.3.6.6.4
Secure remote access (VPN or similar) solution(s).  

Extreme partners with several security vendors that manufacture best of breed firewalls.  Extreme’s commitment to open standards integration makes these solutions very complementary and easy to integrate.  Juniper Networks’ NetScreen line is an example of such a solution.

4.3.6.6.4.1
Must span/include at least four (4) Gig Ethernet interfaces. 

4.3.6.6.4.2
Any, and all, network segment will require the proper delivery of time sensitive traffic.  No added latency!  

4.3.6.6.4.3
Ports and throughput must be sustainable at line speed without respect to packet size or configuration complexity. 

4.3.6.6.4.4
The ability to terminate encrypted session(s)/tunnel(s) that originate from a remote network or device.

4.3.6.6.4.5
Provide a list of well known applications that function while running a VPN session to access the application.  

4.3.6.6.4.6
If applicable, identify any proprietary protocols, algorithms, etc that are used to provide product support. 

4.3.6.4.4.7
Client OS/software/configuration requirements must be minimal.  Provide three testimonials on the ease of use and configuration. 

4.3.6.4.4.8
Configuration must be based on 10,000 simultaneous sessions.

4.3.6.6.5
Client/Server based Security Software. 

Extreme would utilize the Sentriant AG. Sentriant AG represents the next generation in endpoint security by verifying that endpoint devices meet security policy requirements. Sentriant AG tests each endpoint for the presence of worms, Trojans and spyware, then verifies that the endpoint device meets the organization's security requirements before allowing access to the network. Sentriant AG does not require an agent to be installed in the endpoint PCs or devices. Sentriant AG supports IEEE 802.1x, DCHP, inline and other enforcement schemes for maximum deployment options and easy integration with existing security systems.

4.3.6.6.5.1 An end to end security solution could include security from the PC/handheld/networked device to the source/server.  Please identify any software agents that are part of your security solution. 

Sentriant AG does not require an agent to be installed in the endpoint PCs or devices.

4.3.6.6.5.2 Please identify any other security components not listed above, which enhance your solutions offering.

Sentriant AG supports IEEE 802.1x, DCHP, inline and other enforcement schemes for maximum deployment options and easy integration with existing security systems.

4.3.7 Scenario #7: Wireless Networking 

Wireless networking of devices and/or sites: Examples could include buildings with little or very old wiring, locations where carrier facilities are limited, and/or low cost mobile requirements.  

Extreme Networks does not support point-to-point bridging for WAN connections. Extreme does support standards based 802.11a/b/g wireless LAN topologies.

4.3.7.1 Nine (9) facilities, with line of site and antenna mounting abilities

4.3.7.2 Time sensitive traffic will be traversing between the facilities

4.3.7.3 45 Mbps or greater speeds required

4.3.7.4 Provide two paths to each site – price out a ring and other/creative topology

4.3.7.5 Minimize failover routing of traffic

4.3.7.6 Traffic must be encrypted between facilities

4.3.7.7 Access to the network and/or wireless device configuration must be limited by AAA

4.3.7.8 Any roaming, between cells of coverage, must include session persistence.

4.3.8 Scenario #8: HA Optical Network (MAN/WAN) 

Layer 2 and/or Layer 3 carrier grade device(s) Example: Connections comprised of dark fiber and/or high end carrier services and may include the use of WDM [dense/course], SONET [OC-3 to 192 {? 768 ?}], and Gig Ethernet [1 and 10 {? 40 ?}], other. 

REMEMBER: Solutions should include the connection sizes required between the sites separated from the costs of the proposed solution. 

All Extreme Networks responses to this scenario propose the BlackDiamond 12804R, layer2/layer3 (L2/L3) switch.   The 12804 comes in both “R”, service provider, or “C’, enterprise, versions.  The “R” version is selected for this response for two reasons:  

1) The “R” version includes a number of features specifically targeted towards multi-organization WANs and MANs.   For example, a public sector MAN jointly used and financially supported by multiple public sector organizations.  The same features used by service providers to segregate multiple customers’ networks and the tools to control quality of service, bandwidth rates, and other parameters are applicable to any multiple organizational network.

2) Selecting the “R” version provides WSCA with worst-case pricing for this switch.   The “C” version, lacking the capacities and sophisticated carrier features of the “R” switch, is substantially less expensive, roughly 20% less for comparably equipped “R” and “C” chassis.  In many, if not most, network situations, the “C” version is likely to be the lower-cost solution.  These responses assume the most demanding requirements and propose the most capable switch, the 12804R.

The “R” version proposed to leverages its unique service provisioning tools, particularly Hierarchical QoS (HQoS).  Those tools include:

· Hierarchical QoS:  The hierarchical QoS engine in the BlackDiamond 12804R allows bandwidth limits per service, per subscriber and per port. Thousands of subscribers with varying service requirements can share the same gigabit or 10 gigabit port, enabling scalable residential DSL and cable triple play; subscribers from each DSLAM or CMTS are aggregated into a shared connection to the BlackDiamond 12804R for service control. A business service example is prioritized E-Line with 2M for bronze, 10M for silver, 20M for gold customers. For each silver customer, the 2M, 10M or 20M can be further allocated based on their application priority. A single gigabit port can have thousands of gold, silver and bronze subscribers.

· Ingress and Egress Control:  The BlackDiamond 12804R supports the Hierarchical QoS (H-QoS) controls for ingress and egress, so bandwidth can be reserved to the subscriber for applications such as video on demand as well as from the subscriber for Peer-to-Peer applications. The controls also allow managing bandwidth to and from other business services.

· Service Multiplexing:  The BlackDiamond 12804R offers multiple services to be multiplexed to each user organization. Different organization’s traffic can be aggregated into a common port can use different Internet Service Providers (ISPs) for Internet access—each organization’s traffic can be routed on a unique vMAN to the respective ISP. Similarly, the video content from a metro provider can be distributed based on unique services purchased by each organization. Traffic from each organization can be classified by a combination of VLAN, vMAN, port and priority fields. This classification is used to map each business customer to unique vMAN and H-QoS settings that maintains the traffic prioritization of each organization’s traffic over a metro network.  Designed for service providers, this feature is equally applicable to multi-entity public sector networks operated jointly for the benefit of all the constituent organizations.

· vMAN Cross-Connect:  vMAN cross-connect allows bridging regional VLANs and vMANs to connect organizational sites. For an organization that uses different vMANs or vLANs per site, customer tags can be translated between sites so the organization can retain its internal infrastructure without change and transparently link them across the WAN.

· vMAN Scaling:  By allowing overlapping VLANs in a network, vMANs enable networks to scale to a large number of organizations. The vMAN technology alone, however, does not reduce the number of MAC addresses each switch must support. Further, even with vMAN, each traditional Ethernet switch can still only support 4,000 vMANs, a constraint for some bigger deployments.

· MAC-in-MAC:  The MAC-in-MAC protocol, based on the emerging IEEE 802.1ah standard, allows a network to scale the network with Ethernet technology, maintaining management and operational simplicity and lower costs. MAC-in-MAC encapsulates vMAN traffic into an additional Ethernet header for routing within the core. Therefore, core Ethernet switches only need to learn the MAC addresses of edge switches that are directly connected to the core, and not the MAC addresses inside various organizations’ VLANs. MAC-in-MAC also provides a higher number of vMAN instances for scaling to more user organizations.

· MPLS Scaling:  A organization can map each vMAN to a unique MPLS tunnel. By taking advantage of the Layer 2 traffic per member organization and the hierarchical hub-and-spoke connectivity at the MPLS edge, H-VPLS provides a scaleable approach to build an MPLS core. 

Multicast Scaling:  The BlackDiamond 12804R delivers multicast performance to thousands of concurrent multicast streams. The switch fabric uses multiple references to a packet’s memory, avoiding multiple packet copies. This design enables efficient replication of multicast traffic for applications such as video distribution.
Requirements:

4.3.8.1 Connect sites in line, star, ring and mesh topologies. Assume 9 sites and use the diagrams with the information below. Show calculations and identify minimum line requirements for the business needs identified.   

See section 4.4.8.x
[image: image2.png]Figure L1

Figure R1

Figure S1





4.3.8.2 Sites #2 must transmit five (5) terabytes of data to Site #6 during an eight (8) hour back-up window each evening.  Comply
4.3.8.3 Sites #6 must transmit five (5) terabytes of data to Site #2 during the same eight (8) hour back-up window identified above.  Comply
4.3.8.4 Sites #1, #3, and #4 must back-up one (1) terabyte of data each to Site #2 during the same eight (8) hour window described above.  Comply
4.3.8.5 Sites #5, #7, #8, and #9 must back-up one (1) terabyte of data each to  Site #6 during the same eight (8) hour window described above.  Comply
4.3.8.6 The above back-up’s (4.3.8.2 to 4.3.8.5) happen after hours and do not interfere with the transfering of information identified below.  Comply 

4.3.8.7 Sites #1, #2, #3, #4, #5, #6, #7, #8, and #9 require up to six (6) simultaneous video sessions, up to forty (50) simultaneous voice communications sessions, and up to 10,000 simultaneous data application sessions (assume average www traffic). All proposed solutions should include capacity for up to 50% growth. NO voice conversations can be distorted as Public Safety Answering Points (PSAP’s) may be involved and therefore 911 calls.  Comply
4.3.8.8 Sites #2 and #4 require nine (9) T1’s to be pulled out as copper based circuits. 

Extreme does not manufacture WAN interface products.

4.3.8.9 Sites #1 and #2 require a dedicated, line speed, SAN to SAN be in place between them. 

Ethernet connection only.

4.3.8.10 Sites #6 and #7 require a ten 10 Gig Ethernet segment separate from all other traffic identified above or below. Comply
4.3.8.11 All solutions must be based on minimal latency failover in the event that a single fiber strand is cut.  Comply
4.3.8.12 If necessary, assume that at Sites 2 and 6 there is a Stratum two (2) timing source available.  Comply
4.3.8.13 All sites will require Layer 2 and/or Layer 3 tunneling abilities to each of the other eight (8) sites. 

Comply - 802.1ad (vMAN) to tunnel traffic or 802.1ah (MAC in MAC) to do the same.

4.3.8.14 Each site must be configured with at least four (4) Gigabit Ethernet connections.  Comply
4.3.8.15 All sites must be engineered for four (4) nines (99.99x%) uptime. The exception is a planned two hour period, four (4) times each year for maintenance/upgrade purposes.  

With ExtremeWare XOS we can provide 99.999% with no necessary exceptions.

4.3.8.16 Management and monitoring tools should be included for the nine (9) node network.  

EPICenter is the software that is used in a normal solution.

4.3.8.17 Physical environmental control is excellent:

4.3.8.17.1 Power is backed up by generator and available as 120 VAC or 48 VDC 

4.3.8.17.2 Climate controls are in place and functioning 

4.3.8.17.3 One (1) full rack is readily available at each location for mounting equipment

4.3.9
Scenario #9: Layer 2 and/or Layer 3 device(s)

Centralized Monitoring and Management Solutions: Focus is based on monitoring and managing the network and security devices in the examples above and providing information to all business units for any number of purposes including accountability, planning, reporting, SLA compliance, etc.     

Requires:

4.3.9.1 Solutions may be broken down and confined to a technology specific focus but must be capable of monitoring and managing all such devices across any given States enterprise.  Over 2000 devices are to be monitored in any given area of technology. Over 4000 in Switching.  With over 10,000 to be monitored in all.  

Extreme Networks offers two solutions for addressing Centralized Monitoring and Management.  First is our EPICenter management suite.  EPICenter offers real-time status monitoring and management of all Extreme Networks products proposed.  Additionally, EPICenter is capable of monitoring and managing third party vendor products through SNMP with appropriate MIBs.  EPICenter offers the following device management features:  bootrom and code update capabilities on multiple devices, device configuration management, real-time device statistics, customized alerting capabilities, device searching (IP or MAC based), configuration scripting, scheduled backups and upgrades, and network device mapping.  Combined with the Policy Manager, EPICenter extends management to QoS, ACLs and Network Login/802.1x based network access security monitoring.

EPICenter also offers end-to-end converged management with Avaya’s Integrated Manager.  EPICenter and AIM co-exist and can be cross-launched from the same server.  EPICenter can discover Avaya VoIP infrastructure, import network inventory and monitor device status.
Second is our Premier Services Program (PSP) that gives tremendous visibility and analysis of how the network is performing.  PSP offers Network Monitoring, Network Cost and System Optimization, Network Traffic and Application Analysis, Network Documentation, and other modules such as convergence planning and security optimization.

PSP is a hosted multi-vendor network management toolset that delivers real-time dashboards and customizable reports.  This service maintains up to one year’s worth of data to give you historical insight to traffic patterns, trends and anomalies that take place within the infrastructure and the applications that run on your network.

PSP provides a measurable ROI on your IT investment using data collected by the Network Monitoring module.  Configurable financial algorithms calculate real-time Key Performance Indicators that compare hardware, service provider and support costs to system utilization, financial depreciation and infrastructure availability.

Detailed operational monitoring of network traffic by application, subnet, division and more, using sFlow and NetFlow help to determine which applications are driving consumption of network resources.

In this scenario, we would deploy (6) EPICenter distributed servers throughout the monitored environment.  Each EPICenter server, with the Gold Upgrade, is capable of monitoring and managing up to 2000 devices.  
Along with EPICenter, we would deploy PSP for deeper device and application monitoring.  PSP is a managed service with collection agents deployed in the network.  The software collection agent is a free download, and a Pentium based workstation is sufficient for collecting and securely transmitting the data back to the data center where the data is stored.  Each PSP data collector can support up to 1000 devices, so they can be deployed throughout your network, thereby eliminating any single point of failure or bottleneck.

4.3.9.2 Must provide high availability solution(s) based on data storage in multiple locations, application(s) available in multiple locations, and synchronization available between these central locations.  

Both EPICenter and PSP offer high availability options.  EPICenter allows for distributed servers and remote client access.  PSP is a managed service where collectors are configured in central and/or remote locations.  That data is then available via a secure login wherever the customer has Internet access.  Additional HA options include server clustering capabilities and scaling.

4.3.9.3 Solution(s) that are capable of monitoring and managing, independent of manufacturer and/or device type, are highly desirable.   

Both EPICenter and PSP support this capability.  EPICenter is able to monitor and manage devices where the SNMP MIB II files are available.  EPICenter’s primary role is management of Extreme Networks’ equipment, but it will also allow management of third party hardware.  Capabilities include the ability to run telnet macros on third party devices.

PSP is completely vendor agnostic and allows complete monitoring, including application level, of any SNMP enabled device.

4.3.9.4 IT Business process support (Tiered support structures, ITIL, COBIT, ISO 20000, Configuration & Control management support, etc. is a must.  

Both Extreme Networks solutions offer support for IT Business process support.  Both provide logging capabilities and provide change management information.  EPICenter maintains information related to software and configuration modifications for devices that it monitors.  It also provides predefined and custom reporting capabilities.  Account management is also available in EPICenter for user accountability and device access.

PSP provides a historical look at device and application metrics.  This is valuable for troubleshooting and event correlation.  It also includes complete logging for device MACs (Moves / Adds / Changes) and other monitored flows and applications.

4.3.9.5 Identify in band and out of band requirements for the monitoring solution(s) proposed.  

Both EPICenter and PSP are capable of both in band and out of band monitoring.  As long as the devices being monitored are available to the EPICenter server and clients, and/or PSP collector(s), it makes no difference whether management is done in band or out.  From a security perspective, we recommend out-of-band management when possible.  Completely separating all management traffic from production networks is always a more secure way of working.  If this is not possible, in-band management is also effective.  Once the network devices have been discovered, then normal SNMP traps are sent to the receivers / collectors.  This traffic generally has no impact on the production environment.

4.3.9.6 If other than, SNMP and/or TL1 monitoring and management support, please explain.   

Both solutions support SNMP v1, v2c and v3.  PSP also supports NetFlow v5 and sFlow v4 and v5, for collecting application flow information.

4.3.9.7 Enhanced/proprietary methods of managing and/or monitoring are desirable only after standards based management and monitoring methods are fully satisfied.   

Neither application is proprietary in their ability to manage and monitor other vendors’ devices.  There are certain advantages to using EPICenter with Extreme Networks devices that may not be available for other vendors’ hardware, but all traps and communication are done over standards based methods.

PSP is a completely vendor agnostic network monitoring application.  It monitors network devices (CPU utilization, port utilization, temperature and other thresholds.  It also collects traffic flow statistics to give historical traffic patterns.  It is useful for requirements planning and network event detection.  With it’s ability to track specific applications, network managers will know which applications are using up network resources.

4.3.9.8 Solutions should clearly identify any additional software, any non-manufacturer owned integrated components, or any hardware or software required beyond the proposed solutions scope. Example: Any third party component (reporting tool) that is integrated with a packaged solution must be identified along with any ramifications that will result if that component must be removed.  

EPICenter is software only, so server hardware would need to be provided.  Minimum server requirements are:

Windows XP Professional SP1
256 MB RAM (1GB Recommended)

Windows 2000 SP4

400 MB disk space

Windows 2003 Server

1 GHz Pentium compatible processor

Solaris 2.8 or 2.9


256 MB RAM (512 MB or higher recommended)






600 MB disk space







Ultra 5 or higher processor
PSP is also a software based solution, so the recommended hardware for the data collector is:

Windows 2000 Server

500Mhz Processor (1 Ghz recommended)

Windows 2003 Server

128 MB RAM (512 MB recommended)

Windows XP Professional
100 MB disk space (500 MB if data caching)

10/100 ethernet adapter with internet connectivity

Up to 1000 devices can be monitored per collection system.  Also, collection systems do not have to be dedicated systems.  They can serve other functions within the network as well as being collection systems.  This should reduce the amount of additional hardware resources required, as you may leverage equipment that is already in use.

4.3.9.9 List all third party products that may broaden the scope of the monitoring and management solution in order to provide regulatory or legislated compliance.  Examples: 1) Automated Health and Alert monitoring solutions that may integrate with all networked devices as well as the network gear itself, 2) Reporting tools that would interpret and report on any subset, or the whole, of the data collected from the networking devices, 3) Financial and accounting solutions, 4) ticket and tracking systems, 4) Security and collection tools, and others. 

Neither product on its own provides a regulatory or legislated compliance report, per se.  However, both systems provide information about the devices and systems they are monitoring that would serve as validation for compliance.  Both would provide 3rd party auditors valuable information regarding device configurations, logs and change management information, which is required for process management as it relates to regulatory and legislative compliance.  The auditing software would be the choice of the end-user.

4.3.10
Scenario #10: Media Converters/Transceivers

Devices solely intended to convert signal from one media type/signaling type, to another.

Extreme currently does not manufacture any type of Media Converters or Transceivers.

4.3.10.1 Monitored and manageable solutions. 

4.3.10.2 Convert from copper Gig Ethernet to Multi mode fiber.  

4.3.10.3 Convert from copper Gig Ethernet to Single mode fiber. 

4.3.10.4 Convert from Single mode fiber to multimode fiber (GigE) 
4.3.10.5 Convert three (3) UTP T1’s to Fiber  

4.3.10.6 Convert 2/4 wire E&M line to fiber
4.4
BIDDING SOLUTIONS

IMPORTANT:  Only the attached bid sheets will be considered when evaluating pricing criteria.  Read section 3.X.Y.Z and the Instruction sheet in the Attachment A – “Bid Sheets”..  
4.4.1.1 Solution #1a = Please bid a solution for Scenario #1 above based on a single T1 carrier provided WAN connection.

Extreme currently does not manufacture any type of hardened Layer 2 or 3 equipment.

4.4.1.2 Solution #1b = Please bid a solution for Scenario #1 above based on a single Gigabit Ethernet Fiber interface.

Extreme currently does not manufacture any type of hardened Layer 2 or 3 equipment.
4.4.2
Solution #2 = Please bid a solution for Scenario #2 above based on a PCMCIA card from a carrier service and 802.11b connection.

Extreme currently does not manufacture any type of hardened Layer 2 or 3 equipment.
4.4.3
Solution #3 = Please bid a solution for Scenario #3 above based on a single T1 carrier provided WAN connection.


Extreme would use one 24 port stackable switch (X450e-24p) in Location 1

Exception for 4.3.3.1, – no WAN interfaces
4.4.4
Solution #4 = Please bid a solution for Scenario #4 above based on three (3) T1’s that are carrier provided WAN interfaces.

Extreme would use one 48 port stackable switch (X450a-48t) with an additional 24 port PoE stackable switch (X450e-24p) in Location 1 which would also house a wireless Access Point controller (Summit WM100) and three Access Points (Altitude 350), and one X450a-48t with an additional 24 port stackable switch (X450a-24t) for location 2 

Exception for 4.3.4.2, 4.3.4.4 – no WAN interfaces
4.4.5
Solution #5 = Please bid a solution for Scenario #5 above based on a single DS-3 point-to-point carrier provided WAN connection.

Extreme would use one BlackDiamond 8810 with two management modules, two 48 port Mini-GBIC module and two 48 port 10/100/100 RJ-45 modules in Location 1.

For inter-floor connectivity we would propose use of 1Gbps connections over the Miltimode mode fiber to keep the costs down and that would change the inter-floor needs from 72 total connections per floor to 8 (4 strands of Multi mode fiber per floor/location with 4 gig of throughput) and decrease the 48 port Mini-GBIC modules to zero and add one 4 port 1Gbps module, but we will quote as asked.
4.4.6.1 Solution #6 = Please bid a solution for Scenario #6 above based on all the information provided within the description. Engineer a datacenter solution providing a diagram including: ISP entry location(s), Application hosting area(s), Storage/database network(s), Time sensitive application environment(s), LAN/MAN/WAN entry point(s), Security touch point(s), other (Explain if adding other areas?) 

Please see Section 4.3.6

4.4.6.2 Solution #6 = Please bid a solution for Security throughout Scenario #6.  This solution should theoretically extend to nearly any other technology and/or Scenario listed herein.  

Please see Section 4.3.6
4.4.6.3 Solution #6x = Any partial solution(s) for the information found within Segment #6 above.  DUE TO THE NATURE OF THESE RESPONSES, THIS EVALUATION WILL OCCUR LATE IN THE PROCESS.

Pricing for Solutions 6x is for Scenario #6c.  Please see Section 4.3.6.3

4.4.7.1 Solution #7a = Please bid a solutions for Scenario #7 above based on the “Ring” topology configuration.

Please see pricing tab for Solution #7a.

4.4.7.1 Solution #7b = Please bid a solutions for Scenario #7 above based on a topology developed by your engineers recommendations and the criteria listed above. 

No separate solution is offered.

4.4.8.1 Solution #8a = Please bid a solution for Scenario #8 above, based on the line topology and the other information contained in the description under Scenario #8.

For scenario 8A (LINE), Extreme would propose the following:  9 BlackDiamond 12804R chassis switches and on all switches, they would have two 20 port SFP / RJ-45 module combination cards. Each site will connect with the line site with an 8 port gigabit link aggregated connection.  This makes concessions for load sharing of bandwidth and multiple connections to keep the sites up.

4.4.8.2 Solution #8b = Please bid a solution for Scenario #8 above, based on the star topology and the other information contained in the description under Scenario #8.

For scenario 8b (Star), Extreme would propose the following:  9 BlackDiamond 12804R chassis switches and on all except the hub site (Site #1) switch they would have one 20 port SFP or RJ-45 module (it has both types of ports on the same module) and on the hub site it would have 4 of those modules.  Each site would connect to the hub site with an 8 port gigabit link aggregated connection.  This will allow for sharing of bandwidth and multiple connections to keep the sites up and transmitting data with little to no latency in the event of a failure/failover on a link.   It will also transmit data fast enough to allow for the 5Tb of data between sites #2 and #6 and the total of 9 Terabytes to site #6 (According to our calculations 9 Tb would require a bit less than 3 Gigabits of throughput so 8 should be more than sufficient).
4.4.8.3 Solution #8c = Please bid a solution for Scenario #8 above, based on the ring topology and the other information contained in the description under Scenario #8.

Extreme Networks’ response to the Ring Topology HA network is based on 10 gigabit (Gb) Ethernet interconnections between all the sites.   Please see the attached TrafficCalculations for our analysis of the traffic specified and the resultant bandwidth requirements.   Although it may be possible to service some sites with aggregated Gigabit Ethernet links, the uniformity of installation, scalability and low cost vs. performance make 10Gb Ethernet throughout the optimum choice.

Key to the robust availability of the 12804 is its Extreme XOS (EXOS) operating system described in some detail in prior sections.   

The technical foundation specific to this solution is RFC 3619, Ethernet Automatic Protection Switching (EAPS), an Extreme-developed open standard created to increase the availability and robustness of Ethernet.  EAPS connects Ethernet switches in a ring topology and provides resiliency performance comparable to SONET-based networks.  A medium break in an EAPS ring typically automatically fails service over in 50ms or less, a failover time so fast it is undetectable on a voice call.  EAPS uses inexpensive Ethernet ports and takes only a few lines of instructions to configure.  EAPS is readily scalable and includes a variety of flexible deployment options.  The combination of fast performance, low cost, flexibility, scalability and ease of configuration make EAPS the ideal technology upon which to base a ring topology network.  Please see the attached EAPS White Paper for a much more detailed explanation of the technology, its flexible deployment options and capabilities.

The hardware proposed is the BlackDiamond 12804R layer 2-4 switch.   The 12804 comes in two versions, the “R” or carrier version and the “C” or enterprise version.   The R version offers maximum deployment flexibility for large MANs and WANs while meeting stringent uptime requirements at a reasonable cost.

Each site’s 12804 is equipped to exceed the uptime requirement of 99.99%.  Specific hardware features include:

· N + 1 power supply units (PSUs) in each chassis permitting PSU replacement without service interruption in the event of a PSU failure.

· Dual, redundant Management Switch Modules (MSMs), the “brains” of the 12804 chassis,  providing automatically redundant, hitless failover between MSMs.  Dual MSMs allow hitless feature upgrades and operating system updates.   New features such as SSH2 can be added to an existing operating system or the operating system itself upgraded without service outage or user interruption, for instance.

· Each chassis of the nine node’s network equipment listed includes an interface module with two (2) 10Gb ports on each switch.   In the absence of detailed inter-site distance information, all the 10 Gb ports are provisioned with LX XENPAK optical interfaces supporting distances up to 10 km distances over 1310 nm single mode optical fiber.  Note that longer distance single mode interfaces as well as a multimode interface are available.

· Each 12804 chassis is also outfitting with a single twenty (20) port Gb Ethernet blade with dual personality small form-factor pluggable (SFP) and RJ-45 ports.   Each paired port member is mutually exclusive; an SFP module disables its companion RJ-45 port, for instance.   The 20 port dual personality blade provides the four (4) Gb ports per site specified and allows both for substantial growth and terrific media flexibility without a blade upgrade.  Each 20 port blade has been equipped with 4 Gb SX multimode optical interfaces.  As with the 10Gb ports, other single mode modules are available to support services over longer distances, if required.
4.4.8.4 Solution #8d = Please bid a solution for Scenario #8 above, based on the mesh topology and the other information contained in the description under Scenario #8.

For scenario 8d (Mesh Topology), Extreme proposes the following: Nine BlackDiamond 12804R chassis switches each with a 20-port SFP/RJ-45 (It has both types and allows you to choose what you need.)  A 1-Gb LX SFP connection would be used between each site, except between sites #2 and #6.  Between sites #2 and #6, each site would have a 4-port 10Gb module and one 10-Gb LR Xenpak would be used to meet the bandwidth requirements for nightly backups.  The mesh design would use point-to-point OSPF for its routing protocol allowing for optimal routing and performance.
4.4.9
Solution #9 = Please bid monitoring and management based solution(s) that will satisfy the criteria listed in scenario #9 above. Preference will be given to those solutions that will provide monitoring and management to a broader selection of devices and solutions. DUE TO THE NATURE OF THESE RESPONSES, THIS EVALUATION WILL OCCUR LATE IN THE PROCESS. 

Please see Section 4.3.9 for solution overview.
4.4.10
Solution #10 = Please bid a head end and remote end solution for all of Scenario #10 above.  Solutions must be remotely monitored and managed and be capable of integration with centralized SNMP capable health and alert monitoring solutions.


Extreme currently does not manufacture any type of Media Convertors or Transceivers other than various types of SFP's, Xenpaks and XFP's which support Multimode, Single mode and single fiber connections.

4.4.11
Solution #11 = Bid all of the Scenario’s listed herein (Solutions 1a, 1b, 2, 3, 4, 5, 6, 6s, 6x, 7a, 7b, 8a, 8b, 8c, 8d, 9, and 10) using gear manufactured by your company/organization.  


Extreme does not manufacture equipment for some of the solutions requested, so we will have to defer to our individual solution responses.

V.   PROPOSAL EVALUATION

An evaluation committee comprised of representatives from some WSCA member States including Colorado, Oregon and Utah will be appointed by the Procurement Manager to perform the proposal evaluation.

All offerors proposals will be initially reviewed for compliance with the mandatory requirements stated within the RFP.  Any proposal failing to meet one or more mandatory requirement(s) will be considered non-responsive and deemed “unacceptable, and will be eliminated from further consideration.

Those proposals deemed “acceptable” or “potentially acceptable” will be evaluated against the following proposal evaluation criteria using a point-based scoring methodology.  Proposal evaluation criteria are listed in relative order of importance:


Cost – (bid sheets including discounts off list price attached) - 40%

Demonstrate ability to meet scope of work – 25%  

Qualifications, technical ability, maintenance, training and value added services – 10%


Ability to supply to WSCA member states/geographical coverage – 10%

Offer profile and references (i.e., financial stability, presence in marketplace, adequate staff, marketing efforts etc.) – 10%

Administrative (i.e., report generating ability, e-commerce, account reps, problem resolution, customer satisfaction, website hosting and other administrative related issues) – 5%

At the option of the evaluation committee the Procurement Manager may initiate discussion(s) with offerors who submit responsive or potentially responsive proposals for the purpose of clarifying aspects of the proposal(s), however, proposals may be evaluated without such discussion(s).  Such discus​sion(s) is not to be initiat​ed by offerors.

Based on the competitive range of the evaluation scores, the evaluation committee may choose to make a “finalist list” of offerors; if opted for, all offerors will be notified of their status at this juncture by the Procurement Manager.

Finalist offerors may be required, at the option of the evaluation committee, to present their proposals and possibly demonstrate their Internet website to the evaluation committee.  The Procurement Manager will schedule the time and location for each offeror presen​ta​tion.   Each offeror presen​tation will be of equal duration for all offerors and may also include an additional amount of time reserved for questions/answers.

Attachment B – WSCA Terms and Conditions

(Revised 9/14/06 for Addendum to DG7500)

Standard Contract Terms and Conditions

Western States Contracting Alliance

Request for Proposal

PARTICIPANTS:  The Western States Contracting Alliance (herein WSCA) is a cooperative group contracting consortium for state government departments, institutions, agencies and political subdivisions (i.e., colleges, school districts, counties, cities, etc.,) for the states of Alaska, Arizona, California, Colorado, Hawaii, Idaho, Minnesota, Montana, Nevada, New Mexico, Oregon, South Dakota, Utah, Washington and Wyoming.  Obligations under this contract are limited to those Participating States who have signed (and not revoked) an Intent to Contract at the time of award, or who have executed a Participating Addendum where contemplated by the solicitation.  Financial obligations of Participating States are limited to the orders placed by the departments or other state agencies and institutions having available funds.  Participating States incur no financial obligations on behalf of political subdivisions.  Unless otherwise specified in the solicitation, the resulting award(s) will be permissive.

QUALITY ESTIMATES:  WSCA does not guarantee to purchase any amount under the contract to be awarded.  Estimated quantities are for the purposes of submitting proposals only and are not to be construed as a guarantee to purchase any amount.

SPECIFICATIONS:  Any deviation from specifications must be clearly indicated by offeror, otherwise, it will be considered that the proposal is in strict compliance.  When BRAND NAMES or manufacturers’ numbers are stated in the specifications they are intended to establish a standard only and are not restrictive unless the RFP states “No substitute”.  Proposals will be considered on other makes, models or brands having comparable quality, style, workmanship and performance characteristics.  Alternate proposals offering lower quality or inferior performance will not be considered. 

ACCEPTANCE OR REJECTION OF PROPOSALS:  WSCA reserves the right to accept or reject any or all proposals or parts of proposals, and to waive informalities therein.

SAMPLES: Generally, when required, samples will be specifically requested in the Request for Proposals.  Samples, when required, are to be furnished free of charge based on agreement from both parties.  Except for those samples destroyed or mutilated in testing, samples will be returned at a offeror’s request, transportation collect.

CASH DISCOUNT TERMS: Offeror may quote a cash discount based upon early payment; however, discounts offered for less than 30 days will not be considered in making the award.  The date from which discount time is calculated shall be the date a correct invoice is received or receipt of shipment, whichever is later; except that if testing is performed, the date shall be the date of acceptance of the merchandise.

Extreme Networks proposes the following revision which is intended to supersede the above Terms and Conditions regarding “Cash Discount Terms” included in this RFP:
· Revise last sentence to state that the date for the cash discount is based off of the date Contractor issues a correct invoice only.
TAXES:  Proposal prices shall be exclusive of state sales and federal excise taxes.  Where the state government entities are not exempt from sales taxes on sales within their state, the contractor shall add the sales taxes on the billing invoice as a separate entry.

MODIFICATION OR WITHDRAWAL OF PROPOSALS: Proposals may be modified or withdrawn prior to the time set for the opening of proposals.  After the time set for the opening of proposals no proposal may be modified or withdrawn, unless done in response to a request for a “Best and Final Offer” from WSCA.

PATENTS, COPYRIGHTS, ETC.: The Contractor shall release, indemnify and hold the Buyer, its officers, agents and employees harmless from liability of any kind or nature, including the Contractor’s use of any copyrighted or uncopyrighted composition, secret process, patented or unpatented invention, article or appliance furnished or used in the performance of this contract.

Extreme Networks proposes the following provision which is intended to supersede the above Terms and Conditions regarding “Patents, Copyrights, Etc.” included in this RFP:

Extreme shall defend or, at its option, settle, any claim, action or proceeding brought against Purchasing Entity by a third party that any item of Product infringes a United States patent, copyright or trade secret, or other proprietary right of a third party, and shall indemnify Purchasing Entity against all damages and costs finally awarded by a court of competent jurisdiction against Purchasing Entity in any such action or proceeding which results from any such claim or agreed in a settlement of such claim, action or proceeding.  The foregoing indemnity obligation shall not extend to any claims of infringement arising out of: (i) a modification of the Products by anyone other than Extreme; (ii) a combination of the Products with any third party software or hardware where such combination is the cause of such infringement; or (iii) the use of a version of Products other than the then-current version if infringement would have been avoided by the use of the then-current version made available to Purchasing Entity.  Extreme’s obligation to indemnify hereunder is subject to Purchasing Entity (a) giving Extreme prompt written notice of any such claim; (b) giving Extreme sole control over the defense and settlement of any such claim; (c) providing full cooperation for the defense of any such claim, at Extreme’s expense; and (d) not entering into any settlement or compromise of any such claim without Extreme’s prior written approval.  Upon notice of an alleged infringement or if in Extreme’s opinion such a claim is likely, Extreme shall have the right, at its sole option and expense, to procure a license to the relevant Products or modify the Products or substitute other non-infringing hardware or software with similar operating capabilities; or if Extreme determines that the foregoing is not reasonable, Extreme may refund the fees paid by Purchasing Entity for the infringing copies of the Products upon Purchasing Entity’s return of such Products to Extreme.  THIS SECTION SETS FORTH EXTREME’S SOLE AND EXCLUSIVE LIABILITY AND CUSTOMER’S SOLE AND EXCLUSIVE REMEDIES FOR INFRINGEMENT BY THE PRODUCTS OF THIRD PARTY INTELLECTUAL PROPERTY RIGHTS OF ANY KIND.

AWARD: WSCA may award multiple contracts as the result of this solicitation.  Awards shall be made to the responsible offeror(s) whose proposal is determined to be the most advantageous to WSCA, taking into consideration price and the other evaluation factors set forth in the RFP.

NON-COLLUSION:   By signing the proposal the offeror certifies that the proposal submitted, has been arrived at independently and has been submitted without collusion with, and without any agreement, understanding or planned common course of action with, any other vendor of materials, supplies, equipment or services described in the Request for Proposal, designed to limit independent bidding or competition.

CANCELLATION:  Unless otherwise stated in the special terms and conditions, any contract entered into as a result of this bid may be canceled by either party upon 60 days notice, in writing, prior to the effective date of the cancellation.  Further, any Participating State may cancel its participation upon 30 days written notice, unless otherwise limited or stated in the special terms and conditions of this solicitation.  Cancellation may be in whole or in part.  Any cancellation under this provision shall not effect the rights and obligations attending orders outstanding at the time of cancellation, including any right of and Purchasing Entity to indemnification by the Contractor, rights of payment for goods/services delivered and accepted, and rights attending any warranty or default in performance in association with any order.  Cancellation of the contract due to Contractor default may be immediate.

Extreme Networks proposes the following provision which is intended to supersede the above Terms and Conditions regarding “Cancellation” included in this RFP:

Revise the last sentence to read: “Any cancellation under this provision shall not effect the rights and obligations attending orders outstanding at the time of cancellation, including any right of and Purchasing Entity to indemnification by the Contractor, rights of payment for goods/services shipped by Contractor, and rights attending any warranty or default in performance in association with any order.  Cancellation of the contract due to Contractor default may be immediate.”
DEFAULT AND REMEDIES: Any of the following events shall constitute cause for WSCA to declare Contractor in default of the contract: 1. Nonperformance of contractual requirements; 2. A material breach of any term or condition of this contract WSCA shall issue a written notice of default providing a period in which Contractor shall have an opportunity to cure.  Time allowed for cure shall not diminish or eliminate Contractor’s liability for liquidated or other damages.  If the default remains, after Contractor has been provided the opportunity to cure, WSCA may do one or more of the following: 1.  Exercise any remedy provided by law; 2. Terminate this contract and any related contracts or portions thereof; 3. Impose liquidated damages; 4. Suspend contractor from receiving future proposal solicitations.

Extreme Networks proposes the following revisions which are intended to supersede the above Terms and Conditions regarding “Default and Remedies” included in this RFP:

· Replace Item 1 (“Nonperformance…”) with “bankruptcy, insolvency or receivership of the other party; or”

· Revise Item 2 (“A material breach…”) to provide for a thirty (30) day cure period following receipt of the written notice of default.

· Delete the sentence which states: “Time allowed for cure shall not diminish or eliminate Contractor’s liability for liquidated or other damages.“ 

· Delete Item 3 (“Impose liquidated damages”) in its entirety

· Revise last sentence to state: “Suspend contractor from receiving future proposal solicitations from WSCA.” 

LAWS AND REGULATIONS: Any and all supplies, services and equipment offered and furnished shall comply fully with all applicable Federal and State laws and regulations.

CONFLICT OF TERMS: In the event of any conflict between these standard terms and conditions and any special terms and conditions which follow; the special terms and conditions shall govern.  
REPORTS:  The contractor shall submit quarterly reports to the WSCA Contract Administrator showing the quantities and dollar volume of purchases by each agency.

HOLD HARMLESS: The contractor shall release, protect, indemnify and hold WSCA and the respective states and their officers, agencies, employees, harmless from and against any damage, cost or liability, including reasonable attorney’s fees for any or all injuries to persons, property or claims for money damages arising from acts or omissions of the contractor, his employees or subcontractors or volunteers.

Extreme Networks proposes the following provision which is intended to supersede the above Terms and Conditions regarding “Hold Harmless” included in this RFP:

HOLD HARMLESS: Each party shall release, protect, indemnify and hold the other party harmless from and against any damage, cost or liability, including reasonable attorney’s fees for any or all injuries to persons, property or claims for money damages arising from grossly negligent or intentionally wrongful acts or omissions of the indemnifying party, his employees or subcontractors or volunteers, when the indemnifying party is fulfilling its obligations under this contract.
ORDER NUMBERS: Contract order and purchase order numbers shall be clearly shown on all acknowledgments, shipping labels, packing slips, invoices, and on all correspondence.

GOVERNING LAW:   This procurement and the resulting agreement shall be governed by and construed in accordance with the laws of the state sponsoring and administering the procurement.  The construction and effect of any Participating Addendum or order against the contract(s) shall be governed by and construed in accordance with the laws of the Participating Entity’s State.  Venue for any claim, dispute or action concerning an order placed against the contract(s) or the effect of an Participating Addendum shall be in the Purchasing Entity’s State.

DELIVERY: The prices offered shall be the delivered price to any WSCA state agency or political subdivision.  All deliveries shall be F.O.B. destination with all transportation and handling charges paid by the contractor.  Responsibility and liability for loss or damage shall remain the Contractor until final inspection and acceptance (within 21 days after delivery for external damage and 30 days for any concealed damage) when responsibility shall pass to the Buyer except as to latent defects, fraud and Contractor’s warranty obligations.  The minimum shipment amount will be found in the special terms and conditions.  Any order for less than the specified amount is to be shipped with the freight prepaid and added as a separate item on the invoice.  Any portion of an order to be shipped without transportation charges that is back ordered shall be shipped without charge. 

WARRANTY: As used herein “Buyer” refers to any WSCA state agency or political subdivision.  The contractor acknowledges that the Uniform Commercial Code applies to this contract.  In general, the contractor warrants that: (a) the product will do what the salesperson said it would do, (b) the product will live up to all specific claims that the manufacturer makes in their advertisements, (c) the product will be suitable for the ordinary purposes for which such product is used, (d) the product will be suitable for any special purposes that the Buyer has relied on the contractor’s skill or judgment to consider.

Extreme Networks proposes the following provision which is intended to supersede the above Terms and Conditions regarding “Warranty” included in this RFP:

Limited Warranty.  Extreme warrants to the Purchasing Entity as the end user of the Product that, during the warranty period specified in the warranty card provided with the Product at the time of shipment, the Product shall perform substantially in accordance with the Specifications.  In the event of a failure of a Product to perform substantially in accordance with the Specifications, as applicable, during the warranty periods described above, Extreme shall, at its option, repair or replace the Product or refund the fees paid by the Purchasing Entity for such Product (following the Purchasing Entity’s return of the Product).  The foregoing sets forth the Purchasing Entity’s sole and exclusive remedies for a breach of the above limited warranties.

Warranty Return Procedures.  Products shall be non-returnable except as provided above in “Limited Warranty” or as otherwise expressly provided in this Agreement.  Prior to any return by Purchasing Entity of any Product, Purchasing Entity shall obtain a return material authorization (“RMA”) from Extreme.  Purchasing Entity shall return the Products with the RMA form to Extreme’s designated repair facility, freight prepaid within thirty (30) days of receipt of the RMA, with a written statement describing the nonconformity.  If Extreme is unable, notwithstanding commercially reasonable efforts, to reproduce a nonconformity reported by Purchasing Entity, then it shall so notify Purchasing Entity and the parties shall employ their joint reasonable efforts to diagnose such alleged nonconformity.  Extreme will be responsible for all return shipping costs of repaired or replacement warranted units to Purchasing Entity.  Replacement or repaired Products will be warranted for the remaining warranty period of the original Product.

Disclaimer of Warranties.  EXTREME WARRANTS THE PRODUCTS ONLY  TO THE PURCHASING ENTITY PURSUANT TO THE TERMS AND CONDITIONS OF THIS AGREEMENT.  EXCEPT AS SET FORTH ABOVE, EXTREME AND ITS SUPPLIERS MAKE NO OTHER WARRANTIES, EXPRESS, IMPLIED OR STATUTORY, REGARDING THE PRODUCTS OR SERVICES.  ALL IMPLIED WARRANTIES AS TO SATISFACTORY QUALITY, PERFORMANCE, MERCHANTABILITY, FITNESS FOR PARTICULAR PURPOSE OR NONINFRINGEMENT OF THIRD PARTY RIGHTS ARE EXPRESSLY DISCLAIMED.  Some jurisdictions do not allow the exclusion of implied warranties or limitations on how long an implied warranty may last, so such limitations or exclusions may not apply to Purchasing Entity.
Extreme Networks proposes the following provisions be added to these Terms and Conditions:

Consequential Damages Waiver.  IN NO EVENT WILL EITHER PARTY BE LIABLE TO THE OTHER PARTY OR THIRD PARTIES FOR ANY SPECIAL, INCIDENTAL, CONSEQUENTIAL OR EXEMPLARY DAMAGES OF ANY KIND, INCLUDING BUT NOT LIMITED TO ANY LOST PROFITS AND LOST SAVINGS, HOWEVER CAUSED, WHETHER FOR BREACH OR REPUDIATION OF CONTRACT, TORT, BREACH OF WARRANTY, NEGLIGENCE, OR OTHERWISE, WHETHER OR NOT SUCH PARTY WAS ADVISED OF THE POSSIBILITY OF SUCH LOSS OR DAMAGES.  Some jurisdictions do not allow the exclusion of consequential damages, so such exclusion may not apply to Customer.

Limitation of Liability.  NOTWITHSTANDING ANY OTHER PROVISIONS OF THIS AGREEMENT, EACH PARTY’S TOTAL LIABILITY ARISING FROM OR IN RELATION TO THIS AGREEMENT OR THE PRODUCTS AND SERVICES, WHETHER ARISING IN CONTRACT, TORT, STRICT LIABILITY OR OTHERWISE, SHALL BE LIMITED TO THE TOTAL AMOUNT PAID OR PAYABLE TO EXTREME UNDER THIS AGREEMENT FOR THE PRODUCTS OR SERVICES GIVING RISE TO THE CLAIM IN THE MOST RECENT FULL CALENDAR YEAR PRECEDING EITHER PARTY’S INITIAL NOTICE OF ANY CLAIM OR POTENTIAL CLAIM HEREUNDER OR $100,000, WHICHEVER IS GREATER.  IN NO EVENT WILL EITHER PARTY BE LIABLE FOR THE COST OF PROCUREMENT OF SUBSTITUTE GOODS.  THE FOREGOING LIMITATIONS SHALL NOT APPLY TO DAMAGES ARISING FROM DEATH OR PERSONAL INJURY IN ANY JURISDICTION WHERE SUCH LIMITATION IS PROHIBITED BY APPLICABLE LAW.
AMENDMENTS: The terms of this contract shall not be waived, altered, modified, supplemented or amended in any manner whatsoever without prior written approval of the WSCA Contract Administrator.

ASSIGNMENT/SUBCONTRACT: Contractor shall not assign, sell, transfer, subcontract or sublet rights, or delegate responsibilities under this contract, in whole or in part, without the prior written approval of the WSCA Contract Administrator. 

NONDISCRIMINATION: The offeror agrees to abide by the provisions of Title VI and Title VII of the Civil Rights Act of 1964 (42 USC 2000e), which prohibit discrimination against any employee or applicant for employment, or any applicant or recipient of services, on the basis of race, religion, color, or national origin; and further agrees to abide by Executive Order No. 11246, as amended, which prohibits discrimination on basis of sex; 45 CFR 90 which prohibits discrimination on the basis of age, and Section 504 of the Rehabilitation Act of 1973, or the Americans with Disabilities Act of 1990 which prohibits discrimination on the basis of disabilities.  The offeror further agrees to furnish information and reports to requesting State(s), upon request, for the purpose of determining compliance with these statutes.  Offeror agrees to comply with each individual state’s certification requirements, if any, as stated in the special terms and conditions.  This contract may be canceled if the offeror fails to comply with the provisions of these laws and regulations.  The offeror must include this provision in very subcontract relating to purchases by the States to insure that subcontractors and vendors are bound by this provision. 

SEVERABILITY: If any provision of this contract is declared by a court to be illegal or in conflict with any law, the validity of the remaining terms and provisions shall not be affected; and the rights and obligations of the parties shall be construed and enforced as if the contract did not contain the particular provision held to be invalid. 

INSPECTIONS: Goods furnished under this contract shall be subject to inspection and test by the Buyer at times and places determined by the Buyer.  If the Buyer finds goods furnished to be incomplete or in compliance with proposal specifications, the Buyer may reject the goods and require Contractor to either correct them without charge or deliver them at a reduced price, which is equitable under the circumstances.  If Contractor is unable or refuses  to correct such goods within a time deemed reasonable by the Buyer, the Buyer may cancel the order in whole or in part.  Nothing in this paragraph shall adversely affect the Buyer’s rights including the rights and remedies associated with revocation of acceptance under the Uniform Commercial Code. 

Extreme Networks proposes the following provision which is intended to supersede the above Terms and Conditions regarding “Inspections” included in this RFP:
INSPECTIONS: Prior to shipment, goods furnished under this contract shall be subject to inspection and test by the Purchasing Entity at times and places determined by the Purchasing Entity.  If after shipment, the Purchasing Entity finds goods furnished to be incomplete or in non-compliance with proposal the Product Specifications, the Purchasing Entity shall promptly return defective Products to contractor in accordance with the process described in the Warranty Section and Attachment C (“Support Program”)  

PAYMENT: Payment for completion of an contract is normally made within 30 days following the date the entire order id delivered or the date a correct invoice is received, whichever is later.  After 45 days the Contractor may assess overdue account charges up to a maximum rate of one percent per month on the outstanding balance.  Payments will be remitted by mail. Payments may be made via a State or political subdivision “Purchasing Card”.

FORCE MAJEURE: Neither party to this contract shall be held responsible for delay or default caused by fire, riot, acts of God and/or war which is beyond that party’s reasonable control.  WSCA may terminate this contract after determining such delay or default will reasonably prevent successful performance of the contract.

Extreme Networks proposes the following provision which is intended to supersede the above Terms and Conditions regarding “Force Majeure” included in this RFP:

FORCE MAJEURE: Neither party to this contract will have the right to claim damages or terminate this contract as a result of the other party’s shall be held responsible for delay or default in performance due to circumstances beyond its reasonable control, including, but not limited to labor disputes, strikes, lockouts, shortages of or inability to obtain labor, energy, components, supplies, raw materials, caused by fire, riot, insurrection, epidemic, governmental action, acts of God and/or war which is beyond that party’s reasonable control.
HAZARDOUS CHEMICAL INFORMATION: The contractor will provide one set of the appropriate material safety data sheet(s) and container label(s) upon delivery of a hazardous material to the user agency.  All safety data sheets and labels will be in accordance with each participating state’s requirements.

FIRM PRICE: Unless otherwise stated in the special terms and conditions, for the purpose of award, offers made in accordance with this solicitation must be good and firm for a period of ninety (90) days from the date of proposal opening.  Prices must remain firm for the full term of the contract.

EXTENSION OF PRICES: In the case of error in the extension of prices in the proposal, the unit prices will govern.

PROPOSAL PREPARATION COSTS: WSCA is not liable for any costs incurred by the offeror in proposal preparation.

CONFLICT OF INTEREST: The contractor certifies that it has not offered or given any gift or compensation prohibited by the state laws of any WSCA participants to any officer or employee of WSCA or participating sates to secure favorable treatment with respect to being awarded this contract.

INDEPENDENT CONTRACTOR: The contractor shall be an independent contractor, and as such shall have no authorization, express or implied to bind WSCA or the respective states to any agreements, settlements, liability or understanding whatsoever, and agrees not to perform any acts as agent for WSCA or the states, except as expressly set forth herein.

POLITICAL SUBDIVISION PARTICIPATION: Participation under this contract by political subdivisions (i.e., colleges, school districts, counties, cites, etc.,) of the WSCA participating states shall be voluntarily determined by the political subdivision.  The contractor agrees to supply the political subdivisions based upon the same terms, conditions and prices.

DEBARMENT:  The contractor certifies that neither it nor its principals are presently debarred, suspended, proposed for debarment, declared ineligible, or voluntarily excluded from participation in this transaction (contract) by any governmental department or agency.  If the contractor cannot certify this statement, attach a written explanation for review by WSCA.

RECORDS ADMINISTRATION: The contractor will maintain, or supervise the maintenance of all records necessary to properly account for the payments made to the contractor for costs authorized by this contract.  These records will be retained by the contractor for at least four years after the contract terminates, or until all audits initiated within the four years have been completed, whichever is later.

AUDIT OF RECORDS: The contractor agrees to allow WSCA, State and Federal auditors, and state agency staff access to all the records to this contract, for audit and inspection, and monitoring of services. The scope of audits would be within the context of the contract.   Such access will be during normal business hours, or by appointment.

Extreme Networks proposes the following changes which are intended to supersede the above Terms and Conditions regarding “Audit of Records” included in this RFP:
Revise to state “to all the directly relevant records to this contract…”
Revision date: September 14, 2006

 ATTACHMENT C

SUPPORT PROGRAM

This end user support program (“Support Program”) is effective as of the effective date of the Agreement.  Unless otherwise defined herein, the defined terms used in this Support Program shall have the meaning set forth in the Agreement.  The following terms and conditions shall govern the provision of support Services to Customer with respect to the Products, including hardware (“Hardware”) and software (“Software”).

1.
Definitions.  As used in this Support Program, the following terms shall have the meanings set forth below:

1.1 “ Business Day” for each regional TAC shall mean Monday through Friday, 8:00 am to 5:00 pm in the time zone where such TAC is located, excluding Extreme’s holidays.

1.2 “Certified Engineers” shall mean Customer’s engineers providing services who have been trained and certified in writing by Extreme by complying with Extreme’s certification requirements.

1.3 “Defect” shall mean a failure of any Product to operate in accordance with Extreme’s technical specifications as set forth in the end user manual or internal engineering documentation for such Product.

1.4 “Releases” shall mean Updates and/or Upgrades, collectively.  No Alpha or Beta or non-production versions shall be considered Releases.

1.5 “TAC(s)” shall mean Extreme’s technical support assistance centers.

1.6 “Update” shall mean a new version of a Product that includes defect corrections, bug fixes and/or minor enhancements that operate within the framework of the specifications for the current Upgrade of the Product, but does not include substantive features or functions not performed by the prior Release of the Product.

1.7 “Upgrade” shall mean a new version of a Product that includes substantive features or functions not performed by the prior Release of the Product.

2. Services.  The scope of the Services provided to Customer hereunder is based on the support plan purchased by Customer, as further described in Attachment 1 (“Support Plans”).  Upon payment in advance of the Annual Support Fee, Extreme shall use commercially reasonable efforts during the term of this Support Program to provide the Services set forth in the applicable support plan.  Certain on-site Services may not be available in some geographic regions or may require a “phase-in” period before they can be made available to Customer.  Extreme shall have the right to use subcontractors to perform all or part of the Service(s), as it deems appropriate.

2.1 Releases.  Extreme will make available to Customer all Releases made generally available by Extreme, subject to the Customer’s payment of any applicable fees.  The content of all Releases shall be decided upon by Extreme in its sole discretion.  Updates shall be provided to Customer free of charge during the prepaid term of the applicable Product support plan.  Customer shall ensure implementation of Updates promptly and in no event greater than thirty (30) days following receipt.  Extreme will impose additional charges for Upgrades, and Customer shall install only one (1) copy of an Upgrade for each Product for which the Upgrade is purchased.

2.2 Corrections.  During the term of this Support Program, Extreme shall use commercially reasonable efforts to provide a correction or workaround for any reported and reproducible Defect in the Products with a level of effort commensurate with the severity level and as set forth in the applicable support plan; provided that, Extreme shall have no obligation to correct all Defects in the Products.  Upon identification of any Defect, Customer shall (i) notify TAC of such Defect and the severity level as described in Attachment 2 (“Severity Level Description”) and the specific serial number of the defective Product, and (ii) provide TAC with enough information to locate and reproduce the Defect.  Extreme shall not be responsible for correcting any Defects not attributable to Extreme’s Products or any Defects listed under Section 4 (“Exclusions”) of this Exhibit.

3. Customer Obligations.  

3.1 Customer Assistance.  Customer agrees to provide Extreme with reasonable access to the Products for which problems are reported and all back-ups and Customer information services, technical personnel, facilities, and premises as required in connection with the performance of the Services.  To efficiently resolve problems and perform local Hardware diagnostics, Customer shall provide modem level access for all Customer sites.  (Customer may provide passwords and/or activate the modem only when needed.)  Customer shall be responsible for all cables, hardware or software not provided by Extreme.  Customer’s failure to provide such access or information may delay the Services.

3.2 Contact People.  Customer shall appoint at least two (2) engineers who have been trained and certified in writing by Extreme (“Certified Engineers”) within Customer’s organization to serve as the primary contact between Customer and Extreme and to receive support as provided herein.  By the Effective Date, Customer shall provide and shall update as appropriate contact information for the Certified Engineers, including address, phone number and email address.  All of Customer’s support inquiries shall be initiated through these Certified Engineers.

3.3 Return Material Authorization.  Except in those cases where a Product is replaced on-site, Customer shall promptly return defective Products to Extreme in accordance with the process described in this Section and Attachment 1 (“Support Plans”).  A Return Material Authorization (“RMA”) number, obtained by Customer from Extreme, must accompany any and all Products returned to Extreme by Customer.  Extreme may refuse any Product not accompanied by an RMA number.  Refused shipments will be returned to Customer via collect freight.  Products returned for repair must be accompanied with a detailed description of the Product failure.  Replacement Products will be warranted for the remaining warranty period of the original Product, if any, as specified in the Agreement.  If Customer fails to ship to Extreme a defective Product within ten (10) business days of Customer’s receipt of the replacement unit for such Product, Extreme will invoice Customer the purchase price for such Product based on the current list price and Customer shall pay such invoice in accordance with Section 3.2 (“Payment”) of the Agreement.  The transportation charges for all Products and parts returned to Extreme shall be borne by Customer.  Extreme will pay the transportation charges involved in the return of warranted Products to Customer.

4. Exclusions.  The Services provided by Extreme hereunder will not include support and maintenance of any third party software or hardware, whether or not such third party software or hardware is provided by Extreme.  Extreme is not required to provide any services for problems arising out of:  (i) Customer’s failure to implement all Releases issued under this Support Program; (ii) any alterations of or additions to the Products performed by parties other than Extreme; (iii) accident, negligence, or misuse of the Products (such as, without limitation, operation outside of environmental specifications or in a manner for which the Products were not designed); or (iv) interconnection of the Products with other products not supplied by Extreme.  Extreme shall only be obligated to support the then-current Release of the Products and the immediately prior Release.  Support for any earlier Releases or for other problems not covered under this Support Program may be obtained at Extreme’s then-current rates for special technical services and on Extreme’s then-current terms and conditions for such services.

5. Fees and Payment.

5.1 Orders.  Customer may purchase Services for Products purchased by Customer from Extreme and its authorized distributors by issuing purchase orders for the applicable support plan (described in Attachment 1 (“Support Plans”)) concurrently with Customer’s purchase of the Products to be covered by the ordered Services (including a list of each Product model number and serial number and location by address of the facility where Product is located).  If such information is not otherwise contained in a purchase order, promptly following Customer’s purchase of any Services, Customer shall provide to Extreme, in writing, the Product model numbers and serial numbers and address for each Product (Extreme will not be obligated to provide Services for a Product unless Extreme has received such information).  The terms and conditions of this Support Program shall apply to all orders for Services submitted to Extreme and supersede any different or additional terms on Customer’s purchase orders.  All orders placed with Extreme will be non-cancelable, non-returnable and subject to acceptance by Extreme at its principal place of business.

5.2 Annual Support Fee.  Customer will pay the annual support fee for the Services (“Annual Support Fee”) set forth in the Price List for the applicable support plan.  Extreme will invoice the Annual Support Fee as described in Attachment 3 (“Annual Support Payments”), and payment will be due and payable in advance and in United States dollars within thirty (30) days of the date of Extreme’s invoice.  Extreme reserves the right to increase the Annual Support Fee for subsequent annual terms and shall give Customer advance notice of such increases.  The Annual Support Fee for “on-site” support plans includes the cost of certain on-site Services as described in Attachment 1 (“Support Plans”).  Customer shall be responsible for any other travel and living expenses incurred in connection with Services or on-site Service calls (not expressly included in Customer’s applicable support plan).  Such costs will be invoiced monthly as such expenses are incurred; payment of such invoices shall be due within thirty (30) days of the date of the invoice.  If Customer (i) fails to purchase Services concurrently with Customer’s purchase of the Product to be supported or (ii) fails to renew Services upon termination of any annual support term or (iii) purchases the Product in used condition, and Customer subsequently desires to commence Services for such Product, Extreme may at its option inspect the Products and commence Services in accordance with its then current policies and upon payment by Customer of the applicable Annual Support Fee and Extreme’s inspection fee.

6. Term and Termination.

6.1 Term.  Unless otherwise terminated as provided in Section 6.2 (“Termination”) of this Support Program, the term of the Support Program and Services shall be as follows:

6.1.1 Term of Support Program.  The term of the Support Program shall commence on the Effective Date of the Agreement and shall continue for one (1) year.  Thereafter, this Support Program shall renew for successive one (1) year periods unless either party notifies the other party in writing of its intent to terminate the Support Program or the Agreement at least sixty (60) days prior to the commencement of any renewal term.  Should Extreme terminate this Support Program without cause, Extreme shall continue to provide the Services ordered by Customer and accepted by Extreme prior to the effective date of termination for the remainder of the applicable Services term.  Extreme shall have no obligation to provide Services unless Customer purchases a support plan under this Support Program.

6.1.2 Term of Annual Support Plans.  During this Support Program, the term of the Services for each Product covered by a support plan shall commence at such time that Extreme has accepted Customer’s purchase order for the applicable support plan and shipped the supported Product, and shall continue for a period of one (1) year following such date.  Thereafter, the Services under such support plan will automatically renew for each Product on the annual renewal date described in Attachment 3 (“Annual Support Payments”) for successive one (1) year terms during the Support Program, unless either party notifies the other party in writing of its intent to terminate the support plan for such Product at least sixty (60) days prior to the commencement of any renewal term.

6.2 Termination.  

6.2.1 End Of Life.  In the event Extreme discontinues or otherwise ceases to make available to Customer a particular Product part number, Extreme will offer support services in accordance with its then-current policies with respect to such Product part number for three (3) years after Extreme’s discontinuance of such Product part number; provided, however, that Extreme’s support for the discontinued Product part number may not include all Services provided under the applicable support plan prior to discontinuation.  This Support Program shall remain in effect with respect to other Product part numbers, if any, then covered by this Support Program.

6.2.2 Termination for Breach.  This Support Program may be terminated at any time by either party upon written notice if the other party materially breaches a term or condition of this Support Program or the Agreement if such breach, where capable of correction, is not corrected within thirty (30) days of notice of such breach.  If Customer fails to pay the Annual Support Fee for a support plan covering any Product in accordance with the payment terms set forth herein, the Services for such Product will automatically terminate without notice to Customer.  If this Support Program is terminated by Customer for Extreme’s breach, Extreme shall refund any unearned portion of the Annual Support Fee paid by Customer for the current support period.  Otherwise, upon termination, all unpaid Annual Support Fees and other charges payable under this Support Program shall become immediately due and payable, and all Annual Support Fees paid prior to the effective date of termination shall be non-refundable.

Ownership and Warranties.  All Releases provided under this Support Program shall be deemed to be included within the Products and subject to the terms and conditions of the Agreement.  All Releases provided hereunder are warranted for the remaining warranty period of the original Product, if any, as specified in the Agreement.  Nothing in this Support Program shall be construed as expanding or adding to the warranty set forth in the Agreement.  Extreme will use all reasonable commercial efforts to provide the support requested by Customer under this Support Program in a professional and workmanlike manner, but Extreme cannot guarantee that every question or problem raised by Customer will be resolved.

ATTACHMENT 1

SUPPORT PLANS

ExtremeWorks Support Plans (Customer will indicate on purchase orders the applicable support plan(s) purchased):

· ExtremeWorks Extended Warranty 

· ExtremeWorks Software Subscription Service

· ExtremeWorks 48 hour Advanced Replacement

· ExtremeWorks NBD Advanced Replacement

· ExtremeWorks 4 Hour Onsite

	ExtremeWorks Support Plan
	Technical Assistance Center

(in the applicable time zone for each regional TAC) 
	Privileged Web Access
	Advanced Hardware Replacement
	Onsite
	Return and Repair

	Extended Warranty
	24x7x365
	24x7x365
	
	
	10 business day turnaround

	Software Subscription  (for standalone Software products and not covering firmware)
	7a.m.– 7p.m. (M-F)
	24x7x365
	
	
	

	48 Hour Advanced Replacement
	24x7x365
	24x7x365
	2 business days
	
	

	Next Business Day

(NBD) Advanced Replacement
	24x7x365
	24x7x365
	Next Business Day
	
	

	4 hour On-Site
	24x7x365
	24x7x365
	Included
	24x7x 4
	


Description of ExtremeWorks Support Plan Entitlements:

1.
Technical Assistance Center (TAC)
· Email support including email responses within the next Business Day following receipt during the prior Business Day.

· Telephone support by TAC available 24x7x365 ; telephone callback by an Extreme technical support specialist within two (2) hours of Customer’s call during the Business Day.

2.   
Privileged Web Access

· Web login and password access to Extreme’s technical support site that may include Releases, technical support alerts, and on-line documentation (passwords are provided upon Extreme’s acceptance of Customer’s purchase order for an ExtremeWorks support plan).  Customer’s password may be used only by Customer’s IT personnel.

· Extreme will use reasonable efforts to ensure web access is available 24x7x365, but is not responsible for Internet downtime beyond its reasonable control.

3.
Advanced Hardware Replacement (AHR)

· Advanced replacement of a Product with a Defect attributable to the Hardware by Extreme’s shipment of a like or equivalent Product model, in accordance with the response times set forth in the applicable ExtremeWorks support plan.  Extreme must receive notice of defective Product by 2p.m. Pacific Standard Time Monday-Friday in order to ship the replacement Product the same Business Day, and response times are measured from Extreme’s shipment date.  Extreme is not responsible for any delays in delivery related to export or customs, regulations or processes.

· Customer may request up to a total of five (5) Product units for Advanced Hardware Replacement during any calendar week.  

· Upon receipt of a replacement Product, Customer shall return the defective Product to Extreme in accordance with Section 3.3 (“Return Materials Authorization”) of this Support Program in a timely manner. 

· Extreme shall not be required to provide Advanced Hardware Replacement hereunder to the extent that, at any time, a total of ten (10) or more defective Product units are outstanding (a defective Product shall be “outstanding” if Extreme has shipped a replacement unit to Customer and has not received the corresponding defective Product from Customer).

4.
Onsite Service 

· Onsite replacement of a Product with a Defect attributable to the Hardware with a like or equivalent Product model, in accordance with the response times set forth in the applicable ExtremeWorks support plan.  Response times are measured from Extreme’s receipt of notice of the defective Product and, following troubleshooting, Extreme’s determination that onsite Product replacement is required. 

·  Certain on-site Services may not be available in some geographic regions outside the United States or may require a “phase-in” period before they can be made available to Customer.

·  Four-Hour support is only available to Customer within one-hundred (100) miles of a regional Service Center.

· All onsite support contracts require customer site location pre-approval from Extreme before Extreme will accept a purchase order for the applicable support plan.
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